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b 1628 

Messrs. MARIO DIAZ-BALART of 
Florida, ROTHMAN, BARTLETT of 
Maryland and HOLT changed their 
vote from ‘‘no’’ to ‘‘aye.’’ 

So the motion to rise was agreed to. 
The result of the vote was announced 

as above recorded. 
Accordingly, the Committee rose; 

and the Speaker pro tempore (Mrs. 
JONES of Ohio) having assumed the 
chair, Mr. JACKSON of Illinois, Chair-
man of the Committee of the Whole 
House on the State of the Union, re-
ported that that Committee, having 
had under consideration the bill (H.R. 
5715) to ensure continued availability 
of access to the Federal student loan 
program for students and families, had 
come to no resolution thereon. 

f 

BEACH PROTECTION ACT OF 2007 

The SPEAKER pro tempore. Pursu-
ant to House Resolution 1083 and rule 

XVIII, the Chair declares the House in 
the Committee of the Whole House on 
the State of the Union for the further 
consideration of the bill, H.R. 2537. 

b 1631 

IN THE COMMITTEE OF THE WHOLE 
Accordingly, the House resolved 

itself into the Committee of the Whole 
House on the State of the Union for the 
further consideration of the bill (H.R. 
2537) to amend the Federal Water Pol-
lution Control Act relating to beach 
monitoring, and for other purposes, 
with Mr. JACKSON of Illinois (Acting 
Chairman) in the chair. 

The Clerk read the title of the bill. 
The Acting CHAIRMAN. When the 

Committee of the Whole rose on Thurs-
day, April 10, 2008, amendment No. 8 
printed in the CONGRESSIONAL RECORD 
offered by the gentleman from Arizona 
(Mr. FLAKE) had been disposed of. 

AMENDMENT NO. 4 OFFERED BY MR. FOSSELLA 
Mr. FOSSELLA. Mr. Chairman, I 

have an amendment at the desk. 
The Acting CHAIRMAN. The Clerk 

will designate the amendment. 
The text of the amendment is as fol-

lows: 
Amendment No. 4 offered by Mr. FOSSELLA: 
Page 2, after line 2 insert the following: 

TITLE I—BEACH PROTECTION ACT OF 2007 
At the end of the bill, add the following 

new title: 
TITLE II—FOREIGN INTELLIGENCE SUR-

VEILLANCE ACT OF 1978 AMENDMENTS 
ACT OF 2008 

SEC. 100. SHORT TITLE; TABLE OF CONTENTS. 
(a) SHORT TITLE.—This title may be cited 

as the ‘‘Foreign Intelligence Surveillance 
Act of 1978 Amendments Act of 2008’’ or the 
‘‘FISA Amendments Act of 2008’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents for this title is as follows: 
Sec. 100. Short title; table of contents. 

Subtitle A—Foreign Intelligence 
Surveillance 

Sec. 101. Additional procedures regarding 
certain persons outside the 
United States. 

Sec. 102. Statement of exclusive means by 
which electronic surveillance 
and interception of domestic 
communications may be con-
ducted. 

Sec. 103. Submittal to Congress of certain 
court orders under the Foreign 
Intelligence Surveillance Act of 
1978. 

Sec. 104. Applications for court orders. 
Sec. 105. Issuance of an order. 
Sec. 106. Use of information. 
Sec. 107. Amendments for physical searches. 
Sec. 108. Amendments for emergency pen 

registers and trap and trace de-
vices. 

Sec. 109. Foreign Intelligence Surveillance 
Court. 

Sec. 110. Weapons of mass destruction. 
Sec. 111. Technical and conforming amend-

ments. 
Subtitle B—Protections for Electronic 

Communication Service Providers 
Sec. 201. Definitions. 
Sec. 202. Limitations on civil actions for 

electronic communication serv-
ice providers. 

Sec. 203. Procedures for implementing statu-
tory defenses under the Foreign 
Intelligence Surveillance Act of 
1978. 

Sec. 204. Preemption of State investiga-
tions. 

Sec. 205. Technical amendments. 

Subtitle C—Other Provisions 

Sec. 301. Severability. 

Sec. 302. Effective date; repeal; transition 
procedures. 

Subtitle A—Foreign Intelligence Surveillance 

SEC. 101. ADDITIONAL PROCEDURES REGARDING 
CERTAIN PERSONS OUTSIDE THE 
UNITED STATES. 

(a) IN GENERAL.—The Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1801 et 
seq.) is amended— 

(1) by striking title VII; and 
(2) by adding after title VI the following 

new title: 

‘‘TITLE VII—ADDITIONAL PROCEDURES 
REGARDING CERTAIN PERSONS OUT-
SIDE THE UNITED STATES 

‘‘SEC. 701. LIMITATION ON DEFINITION OF ELEC-
TRONIC SURVEILLANCE. 

‘‘Nothing in the definition of electronic 
surveillance under section 101(f) shall be con-
strued to encompass surveillance that is tar-
geted in accordance with this title at a per-
son reasonably believed to be located outside 
the United States. 

‘‘SEC. 702. DEFINITIONS. 

‘‘(a) IN GENERAL.—The terms ‘agent of a 
foreign power’, ‘Attorney General’, ‘con-
tents’, ‘electronic surveillance’, ‘foreign in-
telligence information’, ‘foreign power’, 
‘minimization procedures’, ‘person’, ‘United 
States’, and ‘United States person’ shall 
have the meanings given such terms in sec-
tion 101, except as specifically provided in 
this title. 

‘‘(b) ADDITIONAL DEFINITIONS.— 
‘‘(1) CONGRESSIONAL INTELLIGENCE COMMIT-

TEES.—The term ‘congressional intelligence 
committees’ means— 

‘‘(A) the Select Committee on Intelligence 
of the Senate; and 

‘‘(B) the Permanent Select Committee on 
Intelligence of the House of Representatives. 

‘‘(2) FOREIGN INTELLIGENCE SURVEILLANCE 
COURT; COURT.—The terms ‘Foreign Intel-
ligence Surveillance Court’ and ‘Court’ mean 
the court established by section 103(a). 

‘‘(3) FOREIGN INTELLIGENCE SURVEILLANCE 
COURT OF REVIEW; COURT OF REVIEW.—The 
terms ‘Foreign Intelligence Surveillance 
Court of Review’ and ‘Court of Review’ mean 
the court established by section 103(b). 

‘‘(4) ELECTRONIC COMMUNICATION SERVICE 
PROVIDER.—The term ‘electronic communica-
tion service provider’ means— 

‘‘(A) a telecommunications carrier, as that 
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 153); 

‘‘(B) a provider of electronic communica-
tion service, as that term is defined in sec-
tion 2510 of title 18, United States Code; 

‘‘(C) a provider of a remote computing 
service, as that term is defined in section 
2711 of title 18, United States Code; 

‘‘(D) any other communication service pro-
vider who has access to wire or electronic 
communications either as such communica-
tions are transmitted or as such communica-
tions are stored; or 

‘‘(E) an officer, employee, or agent of an 
entity described in subparagraph (A), (B), 
(C), or (D). 

‘‘(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘element of the intelligence 
community’ means an element of the intel-
ligence community specified in or designated 
under section 3(4) of the National Security 
Act of 1947 (50 U.S.C. 401a(4)). 
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‘‘SEC. 703. PROCEDURES FOR TARGETING CER-

TAIN PERSONS OUTSIDE THE 
UNITED STATES OTHER THAN 
UNITED STATES PERSONS. 

‘‘(a) AUTHORIZATION.—Notwithstanding any 
other law, the Attorney General and the Di-
rector of National Intelligence may author-
ize jointly, for periods of up to 1 year, the 
targeting of persons reasonably believed to 
be located outside the United States to ac-
quire foreign intelligence information. 

‘‘(b) LIMITATIONS.—An acquisition author-
ized under subsection (a)— 

‘‘(1) may not intentionally target any per-
son known at the time of acquisition to be 
located in the United States; 

‘‘(2) may not intentionally target a person 
reasonably believed to be located outside the 
United States if the purpose of such acquisi-
tion is to target a particular, known person 
reasonably believed to be in the United 
States, except in accordance with title I or 
title III; 

‘‘(3) may not intentionally target a United 
States person reasonably believed to be lo-
cated outside the United States, except in 
accordance with sections 704, 705, or 706; 

‘‘(4) shall not intentionally acquire any 
communication as to which the sender and 
all intended recipients are known at the 
time of the acquisition to be located in the 
United States; and 

‘‘(5) shall be conducted in a manner con-
sistent with the fourth amendment to the 
Constitution of the United States. 

‘‘(c) CONDUCT OF ACQUISITION.—An acquisi-
tion authorized under subsection (a) may be 
conducted only in accordance with— 

‘‘(1) a certification made by the Attorney 
General and the Director of National Intel-
ligence pursuant to subsection (f); and 

‘‘(2) the targeting and minimization proce-
dures required pursuant to subsections (d) 
and (e). 

‘‘(d) TARGETING PROCEDURES.— 
‘‘(1) REQUIREMENT TO ADOPT.—The Attor-

ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt tar-
geting procedures that are reasonably de-
signed to ensure that any acquisition au-
thorized under subsection (a) is limited to 
targeting persons reasonably believed to be 
located outside the United States and does 
not result in the intentional acquisition of 
any communication as to which the sender 
and all intended recipients are known at the 
time of the acquisition to be located in the 
United States. 

‘‘(2) JUDICIAL REVIEW.—The procedures re-
ferred to in paragraph (1) shall be subject to 
judicial review pursuant to subsection (h). 

‘‘(e) MINIMIZATION PROCEDURES.— 
‘‘(1) REQUIREMENT TO ADOPT.—The Attor-

ney General, in consultation with the Direc-
tor of National Intelligence, shall adopt 
minimization procedures that meet the defi-
nition of minimization procedures under sec-
tion 101(h) or section 301(4) for acquisitions 
authorized under subsection (a). 

‘‘(2) JUDICIAL REVIEW.—The minimization 
procedures required by this subsection shall 
be subject to judicial review pursuant to sub-
section (h). 

‘‘(f) CERTIFICATION.— 
‘‘(1) IN GENERAL.— 
‘‘(A) REQUIREMENT.—Subject to subpara-

graph (B), prior to the initiation of an acqui-
sition authorized under subsection (a), the 
Attorney General and the Director of Na-
tional Intelligence shall provide, under oath, 
a written certification, as described in this 
subsection. 

‘‘(B) EXCEPTION.—If the Attorney General 
and the Director of National Intelligence de-
termine that immediate action by the Gov-
ernment is required and time does not per-
mit the preparation of a certification under 
this subsection prior to the initiation of an 

acquisition, the Attorney General and the 
Director of National Intelligence shall pre-
pare such certification, including such deter-
mination, as soon as possible but in no event 
more than 7 days after such determination is 
made. 

‘‘(2) REQUIREMENTS.—A certification made 
under this subsection shall— 

‘‘(A) attest that— 
‘‘(i) there are reasonable procedures in 

place for determining that the acquisition 
authorized under subsection (a) is targeted 
at persons reasonably believed to be located 
outside the United States and that such pro-
cedures have been approved by, or will be 
submitted in not more than 5 days for ap-
proval by, the Foreign Intelligence Surveil-
lance Court pursuant to subsection (h); 

‘‘(ii) there are reasonable procedures in 
place for determining that the acquisition 
authorized under subsection (a) does not re-
sult in the intentional acquisition of any 
communication as to which the sender and 
all intended recipients are known at the 
time of the acquisition to be located in the 
United States, and that such procedures 
have been approved by, or will be submitted 
in not more than 5 days for approval by, the 
Foreign Intelligence Surveillance Court pur-
suant to subsection (h); 

‘‘(iii) the procedures referred to in clauses 
(i) and (ii) are consistent with the require-
ments of the fourth amendment to the Con-
stitution of the United States and do not 
permit the intentional targeting of any per-
son who is known at the time of acquisition 
to be located in the United States or the in-
tentional acquisition of any communication 
as to which the sender and all intended re-
cipients are known at the time of acquisition 
to be located in the United States; 

‘‘(iv) a significant purpose of the acquisi-
tion is to obtain foreign intelligence infor-
mation; 

‘‘(v) the minimization procedures to be 
used with respect to such acquisition— 

‘‘(I) meet the definition of minimization 
procedures under section 101(h) or section 
301(4); and 

‘‘(II) have been approved by, or will be sub-
mitted in not more than 5 days for approval 
by, the Foreign Intelligence Surveillance 
Court pursuant to subsection (h); 

‘‘(vi) the acquisition involves obtaining the 
foreign intelligence information from or 
with the assistance of an electronic commu-
nication service provider; and 

‘‘(vii) the acquisition does not constitute 
electronic surveillance, as limited by section 
701; and 

‘‘(B) be supported, as appropriate, by the 
affidavit of any appropriate official in the 
area of national security who is— 

‘‘(i) appointed by the President, by and 
with the consent of the Senate; or 

‘‘(ii) the head of any element of the intel-
ligence community. 

‘‘(3) LIMITATION.—A certification made 
under this subsection is not required to iden-
tify the specific facilities, places, premises, 
or property at which the acquisition author-
ized under subsection (a) will be directed or 
conducted. 

‘‘(4) SUBMISSION TO THE COURT.—The Attor-
ney General shall transmit a copy of a cer-
tification made under this subsection, and 
any supporting affidavit, under seal to the 
Foreign Intelligence Surveillance Court as 
soon as possible, but in no event more than 
5 days after such certification is made. Such 
certification shall be maintained under secu-
rity measures adopted by the Chief Justice 
of the United States and the Attorney Gen-
eral, in consultation with the Director of Na-
tional Intelligence. 

‘‘(5) REVIEW.—The certification required by 
this subsection shall be subject to judicial 
review pursuant to subsection (h). 

‘‘(g) DIRECTIVES AND JUDICIAL REVIEW OF 
DIRECTIVES.— 

‘‘(1) AUTHORITY.—With respect to an acqui-
sition authorized under subsection (a), the 
Attorney General and the Director of Na-
tional Intelligence may direct, in writing, an 
electronic communication service provider 
to— 

‘‘(A) immediately provide the Government 
with all information, facilities, or assistance 
necessary to accomplish the acquisition in a 
manner that will protect the secrecy of the 
acquisition and produce a minimum of inter-
ference with the services that such elec-
tronic communication service provider is 
providing to the target; and 

‘‘(B) maintain under security procedures 
approved by the Attorney General and the 
Director of National Intelligence any records 
concerning the acquisition or the aid fur-
nished that such electronic communication 
service provider wishes to maintain. 

‘‘(2) COMPENSATION.—The Government shall 
compensate, at the prevailing rate, an elec-
tronic communication service provider for 
providing information, facilities, or assist-
ance pursuant to paragraph (1). 

‘‘(3) RELEASE FROM LIABILITY.—Notwith-
standing any other law, no cause of action 
shall lie in any court against any electronic 
communication service provider for pro-
viding any information, facilities, or assist-
ance in accordance with a directive issued 
pursuant to paragraph (1). 

‘‘(4) CHALLENGING OF DIRECTIVES.— 
‘‘(A) AUTHORITY TO CHALLENGE.—An elec-

tronic communication service provider re-
ceiving a directive issued pursuant to para-
graph (1) may challenge the directive by fil-
ing a petition with the Foreign Intelligence 
Surveillance Court, which shall have juris-
diction to review such a petition. 

‘‘(B) ASSIGNMENT.—The presiding judge of 
the Court shall assign the petition filed 
under subparagraph (A) to 1 of the judges 
serving in the pool established by section 
103(e)(1) not later than 24 hours after the fil-
ing of the petition. 

‘‘(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition to modify or set aside a 
directive may grant such petition only if the 
judge finds that the directive does not meet 
the requirements of this section, or is other-
wise unlawful. 

‘‘(D) PROCEDURES FOR INITIAL REVIEW.—A 
judge shall conduct an initial review not 
later than 5 days after being assigned a peti-
tion described in subparagraph (C). If the 
judge determines that the petition consists 
of claims, defenses, or other legal conten-
tions that are not warranted by existing law 
or by a nonfrivolous argument for extending, 
modifying, or reversing existing law or for 
establishing new law, the judge shall imme-
diately deny the petition and affirm the di-
rective or any part of the directive that is 
the subject of the petition and order the re-
cipient to comply with the directive or any 
part of it. Upon making such a determina-
tion or promptly thereafter, the judge shall 
provide a written statement for the record of 
the reasons for a determination under this 
subparagraph. 

‘‘(E) PROCEDURES FOR PLENARY REVIEW.—If 
a judge determines that a petition described 
in subparagraph (C) requires plenary review, 
the judge shall affirm, modify, or set aside 
the directive that is the subject of that peti-
tion not later than 30 days after being as-
signed the petition, unless the judge, by 
order for reasons stated, extends that time 
as necessary to comport with the due process 
clause of the fifth amendment to the Con-
stitution of the United States. Unless the 
judge sets aside the directive, the judge shall 
immediately affirm or affirm with modifica-
tions the directive, and order the recipient 
to comply with the directive in its entirety 
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or as modified. The judge shall provide a 
written statement for the records of the rea-
sons for a determination under this subpara-
graph. 

‘‘(F) CONTINUED EFFECT.—Any directive not 
explicitly modified or set aside under this 
paragraph shall remain in full effect. 

‘‘(G) CONTEMPT OF COURT.—Failure to obey 
an order of the Court issued under this para-
graph may be punished by the Court as con-
tempt of court. 

‘‘(5) ENFORCEMENT OF DIRECTIVES.— 
‘‘(A) ORDER TO COMPEL.—In the case of a 

failure to comply with a directive issued pur-
suant to paragraph (1), the Attorney General 
may file a petition for an order to compel 
compliance with the directive with the For-
eign Intelligence Surveillance Court, which 
shall have jurisdiction to review such a peti-
tion. 

‘‘(B) ASSIGNMENT.—The presiding judge of 
the Court shall assign a petition filed under 
subparagraph (A) to 1 of the judges serving 
in the pool established by section 103(e)(1) 
not later than 24 hours after the filing of the 
petition. 

‘‘(C) STANDARDS FOR REVIEW.—A judge con-
sidering a petition filed under subparagraph 
(A) shall issue an order requiring the elec-
tronic communication service provider to 
comply with the directive or any part of it, 
as issued or as modified, if the judge finds 
that the directive meets the requirements of 
this section, and is otherwise lawful. 

‘‘(D) PROCEDURES FOR REVIEW.—The judge 
shall render a determination not later than 
30 days after being assigned a petition filed 
under subparagraph (A), unless the judge, by 
order for reasons stated, extends that time if 
necessary to comport with the due process 
clause of the fifth amendment to the Con-
stitution of the United States. The judge 
shall provide a written statement for the 
record of the reasons for a determination 
under this paragraph. 

‘‘(E) CONTEMPT OF COURT.—Failure to obey 
an order of the Court issued under this para-
graph may be punished by the Court as con-
tempt of court. 

‘‘(F) PROCESS.—Any process under this 
paragraph may be served in any judicial dis-
trict in which the electronic communication 
service provider may be found. 

‘‘(6) APPEAL.— 
‘‘(A) APPEAL TO THE COURT OF REVIEW.—The 

Government or an electronic communication 
service provider receiving a directive issued 
pursuant to paragraph (1) may file a petition 
with the Foreign Intelligence Surveillance 
Court of Review for review of the decision 
issued pursuant to paragraph (4) or (5). The 
Court of Review shall have jurisdiction to 
consider such a petition and shall provide a 
written statement for the record of the rea-
sons for a decision under this paragraph. 

‘‘(B) CERTIORARI TO THE SUPREME COURT.— 
The Government or an electronic commu-
nication service provider receiving a direc-
tive issued pursuant to paragraph (1) may 
file a petition for a writ of certiorari for re-
view of the decision of the Court of Review 
issued under subparagraph (A). The record 
for such review shall be transmitted under 
seal to the Supreme Court of the United 
States, which shall have jurisdiction to re-
view such decision. 

‘‘(h) JUDICIAL REVIEW OF CERTIFICATIONS 
AND PROCEDURES.— 

‘‘(1) IN GENERAL.— 
‘‘(A) REVIEW BY THE FOREIGN INTELLIGENCE 

SURVEILLANCE COURT.—The Foreign Intel-
ligence Surveillance Court shall have juris-
diction to review any certification required 
by subsection (c) and the targeting and mini-
mization procedures adopted pursuant to 
subsections (d) and (e). 

‘‘(B) SUBMISSION TO THE COURT.—The Attor-
ney General shall submit to the Court any 

such certification or procedure, or amend-
ment thereto, not later than 5 days after 
making or amending the certification or 
adopting or amending the procedures. 

‘‘(2) CERTIFICATIONS.—The Court shall re-
view a certification provided under sub-
section (f) to determine whether the certifi-
cation contains all the required elements. 

‘‘(3) TARGETING PROCEDURES.—The Court 
shall review the targeting procedures re-
quired by subsection (d) to assess whether 
the procedures are reasonably designed to 
ensure that the acquisition authorized under 
subsection (a) is limited to the targeting of 
persons reasonably believed to be located 
outside the United States and does not result 
in the intentional acquisition of any commu-
nication as to which the sender and all in-
tended recipients are known at the time of 
the acquisition to be located in the United 
States. 

‘‘(4) MINIMIZATION PROCEDURES.—The Court 
shall review the minimization procedures re-
quired by subsection (e) to assess whether 
such procedures meet the definition of mini-
mization procedures under section 101(h) or 
section 301(4). 

‘‘(5) ORDERS.— 
‘‘(A) APPROVAL.—If the Court finds that a 

certification required by subsection (f) con-
tains all of the required elements and that 
the targeting and minimization procedures 
required by subsections (d) and (e) are con-
sistent with the requirements of those sub-
sections and with the fourth amendment to 
the Constitution of the United States, the 
Court shall enter an order approving the con-
tinued use of the procedures for the acquisi-
tion authorized under subsection (a). 

‘‘(B) CORRECTION OF DEFICIENCIES.—If the 
Court finds that a certification required by 
subsection (f) does not contain all of the re-
quired elements, or that the procedures re-
quired by subsections (d) and (e) are not con-
sistent with the requirements of those sub-
sections or the fourth amendment to the 
Constitution of the United States, the Court 
shall issue an order directing the Govern-
ment to, at the Government’s election and to 
the extent required by the Court’s order— 

‘‘(i) correct any deficiency identified by 
the Court’s order not later than 30 days after 
the date the Court issues the order; or 

‘‘(ii) cease the acquisition authorized under 
subsection (a). 

‘‘(C) REQUIREMENT FOR WRITTEN STATE-
MENT.—In support of its orders under this 
subsection, the Court shall provide, simulta-
neously with the orders, for the record a 
written statement of its reasons. 

‘‘(6) APPEAL.— 
‘‘(A) APPEAL TO THE COURT OF REVIEW.—The 

Government may appeal any order under 
this section to the Foreign Intelligence Sur-
veillance Court of Review, which shall have 
jurisdiction to review such order. For any 
decision affirming, reversing, or modifying 
an order of the Foreign Intelligence Surveil-
lance Court, the Court of Review shall pro-
vide for the record a written statement of its 
reasons. 

‘‘(B) CONTINUATION OF ACQUISITION PENDING 
REHEARING OR APPEAL.—Any acquisitions af-
fected by an order under paragraph (5)(B) 
may continue— 

‘‘(i) during the pendency of any rehearing 
of the order by the Court en banc; and 

‘‘(ii) if the Government appeals an order 
under this section, until the Court of Review 
enters an order under subparagraph (C). 

‘‘(C) IMPLEMENTATION PENDING APPEAL.— 
Not later than 60 days after the filing of an 
appeal of an order under paragraph (5)(B) di-
recting the correction of a deficiency, the 
Court of Review shall determine, and enter a 
corresponding order regarding, whether all 
or any part of the correction order, as issued 

or modified, shall be implemented during the 
pendency of the appeal. 

‘‘(D) CERTIORARI TO THE SUPREME COURT.— 
The Government may file a petition for a 
writ of certiorari for review of a decision of 
the Court of Review issued under subpara-
graph (A). The record for such review shall 
be transmitted under seal to the Supreme 
Court of the United States, which shall have 
jurisdiction to review such decision. 

‘‘(i) EXPEDITED JUDICIAL PROCEEDINGS.—Ju-
dicial proceedings under this section shall be 
conducted as expeditiously as possible. 

‘‘(j) MAINTENANCE AND SECURITY OF 
RECORDS AND PROCEEDINGS.— 

‘‘(1) STANDARDS.—A record of a proceeding 
under this section, including petitions filed, 
orders granted, and statements of reasons for 
decision, shall be maintained under security 
measures adopted by the Chief Justice of the 
United States, in consultation with the At-
torney General and the Director of National 
Intelligence. 

‘‘(2) FILING AND REVIEW.—All petitions 
under this section shall be filed under seal. 
In any proceedings under this section, the 
court shall, upon request of the Government, 
review ex parte and in camera any Govern-
ment submission, or portions of a submis-
sion, which may include classified informa-
tion. 

‘‘(3) RETENTION OF RECORDS.—A directive 
made or an order granted under this section 
shall be retained for a period of not less than 
10 years from the date on which such direc-
tive or such order is made. 

‘‘(k) ASSESSMENTS AND REVIEWS.— 
‘‘(1) SEMIANNUAL ASSESSMENT.—Not less 

frequently than once every 6 months, the At-
torney General and Director of National In-
telligence shall assess compliance with the 
targeting and minimization procedures re-
quired by subsections (e) and (f) and shall 
submit each such assessment to— 

‘‘(A) the Foreign Intelligence Surveillance 
Court; and 

‘‘(B) the congressional intelligence com-
mittees. 

‘‘(2) AGENCY ASSESSMENT.—The Inspectors 
General of the Department of Justice and of 
any element of the intelligence community 
authorized to acquire foreign intelligence in-
formation under subsection (a) with respect 
to their department, agency, or element— 

‘‘(A) are authorized to review the compli-
ance with the targeting and minimization 
procedures required by subsections (d) and 
(e); 

‘‘(B) with respect to acquisitions author-
ized under subsection (a), shall review the 
number of disseminated intelligence reports 
containing a reference to a United States 
person identity and the number of United 
States person identities subsequently dis-
seminated by the element concerned in re-
sponse to requests for identities that were 
not referred to by name or title in the origi-
nal reporting; 

‘‘(C) with respect to acquisitions author-
ized under subsection (a), shall review the 
number of targets that were later deter-
mined to be located in the United States 
and, to the extent possible, whether their 
communications were reviewed; and 

‘‘(D) shall provide each such review to— 
‘‘(i) the Attorney General; 
‘‘(ii) the Director of National Intelligence; 

and 
‘‘(iii) the congressional intelligence com-

mittees. 
‘‘(3) ANNUAL REVIEW.— 
‘‘(A) REQUIREMENT TO CONDUCT.—The head 

of an element of the intelligence community 
conducting an acquisition authorized under 
subsection (a) shall direct the element to 
conduct an annual review to determine 
whether there is reason to believe that for-
eign intelligence information has been or 
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will be obtained from the acquisition. The 
annual review shall provide, with respect to 
such acquisitions authorized under sub-
section (a)— 

‘‘(i) an accounting of the number of dis-
seminated intelligence reports containing a 
reference to a United States person identity; 

‘‘(ii) an accounting of the number of 
United States person identities subsequently 
disseminated by that element in response to 
requests for identities that were not referred 
to by name or title in the original reporting; 

‘‘(iii) the number of targets that were later 
determined to be located in the United 
States and, to the extent possible, whether 
their communications were reviewed; and 

‘‘(iv) a description of any procedures devel-
oped by the head of an element of the intel-
ligence community and approved by the Di-
rector of National Intelligence to assess, in a 
manner consistent with national security, 
operational requirements and the privacy in-
terests of United States persons, the extent 
to which the acquisitions authorized under 
subsection (a) acquire the communications 
of United States persons, as well as the re-
sults of any such assessment. 

‘‘(B) USE OF REVIEW.—The head of each ele-
ment of the intelligence community that 
conducts an annual review under subpara-
graph (A) shall use each such review to 
evaluate the adequacy of the minimization 
procedures utilized by such element or the 
application of the minimization procedures 
to a particular acquisition authorized under 
subsection (a). 

‘‘(C) PROVISION OF REVIEW.—The head of 
each element of the intelligence community 
that conducts an annual review under sub-
paragraph (A) shall provide such review to— 

‘‘(i) the Foreign Intelligence Surveillance 
Court; 

‘‘(ii) the Attorney General; 
‘‘(iii) the Director of National Intelligence; 

and 
‘‘(iv) the congressional intelligence com-

mittees. 

‘‘SEC. 704. CERTAIN ACQUISITIONS INSIDE THE 
UNITED STATES OF UNITED STATES 
PERSONS OUTSIDE THE UNITED 
STATES. 

‘‘(a) JURISDICTION OF THE FOREIGN INTEL-
LIGENCE SURVEILLANCE COURT.— 

‘‘(1) IN GENERAL.—The Foreign Intelligence 
Surveillance Court shall have jurisdiction to 
enter an order approving the targeting of a 
United States person reasonably believed to 
be located outside the United States to ac-
quire foreign intelligence information, if 
such acquisition constitutes electronic sur-
veillance (as defined in section 101(f), regard-
less of the limitation of section 701) or the 
acquisition of stored electronic communica-
tions or stored electronic data that requires 
an order under this Act, and such acquisition 
is conducted within the United States. 

‘‘(2) LIMITATION.—In the event that a 
United States person targeted under this 
subsection is reasonably believed to be lo-
cated in the United States during the pend-
ency of an order issued pursuant to sub-
section (c), such acquisition shall cease until 
authority, other than under this section, is 
obtained pursuant to this Act or the targeted 
United States person is again reasonably be-
lieved to be located outside the United 
States during the pendency of an order 
issued pursuant to subsection (c). 

‘‘(b) APPLICATION.— 
‘‘(1) IN GENERAL.—Each application for an 

order under this section shall be made by a 
Federal officer in writing upon oath or affir-
mation to a judge having jurisdiction under 
subsection (a)(1). Each application shall re-
quire the approval of the Attorney General 
based upon the Attorney General’s finding 
that it satisfies the criteria and require-

ments of such application, as set forth in 
this section, and shall include— 

‘‘(A) the identity of the Federal officer 
making the application; 

‘‘(B) the identity, if known, or a descrip-
tion of the United States person who is the 
target of the acquisition; 

‘‘(C) a statement of the facts and cir-
cumstances relied upon to justify the appli-
cant’s belief that the United States person 
who is the target of the acquisition is— 

‘‘(i) a person reasonably believed to be lo-
cated outside the United States; and 

‘‘(ii) a foreign power, an agent of a foreign 
power, or an officer or employee of a foreign 
power; 

‘‘(D) a statement of the proposed mini-
mization procedures that meet the definition 
of minimization procedures under section 
101(h) or section 301(4); 

‘‘(E) a description of the nature of the in-
formation sought and the type of commu-
nications or activities to be subjected to ac-
quisition; 

‘‘(F) a certification made by the Attorney 
General or an official specified in section 
104(a)(6) that— 

‘‘(i) the certifying official deems the infor-
mation sought to be foreign intelligence in-
formation; 

‘‘(ii) a significant purpose of the acquisi-
tion is to obtain foreign intelligence infor-
mation; 

‘‘(iii) such information cannot reasonably 
be obtained by normal investigative tech-
niques; 

‘‘(iv) designates the type of foreign intel-
ligence information being sought according 
to the categories described in section 101(e); 
and 

‘‘(v) includes a statement of the basis for 
the certification that— 

‘‘(I) the information sought is the type of 
foreign intelligence information designated; 
and 

‘‘(II) such information cannot reasonably 
be obtained by normal investigative tech-
niques; 

‘‘(G) a summary statement of the means by 
which the acquisition will be conducted and 
whether physical entry is required to effect 
the acquisition; 

‘‘(H) the identity of any electronic commu-
nication service provider necessary to effect 
the acquisition, provided, however, that the 
application is not required to identify the 
specific facilities, places, premises, or prop-
erty at which the acquisition authorized 
under this section will be directed or con-
ducted; 

‘‘(I) a statement of the facts concerning 
any previous applications that have been 
made to any judge of the Foreign Intel-
ligence Surveillance Court involving the 
United States person specified in the appli-
cation and the action taken on each previous 
application; and 

‘‘(J) a statement of the period of time for 
which the acquisition is required to be main-
tained, provided that such period of time 
shall not exceed 90 days per application. 

‘‘(2) OTHER REQUIREMENTS OF THE ATTORNEY 
GENERAL.—The Attorney General may re-
quire any other affidavit or certification 
from any other officer in connection with 
the application. 

‘‘(3) OTHER REQUIREMENTS OF THE JUDGE.— 
The judge may require the applicant to fur-
nish such other information as may be nec-
essary to make the findings required by sub-
section (c)(1). 

‘‘(c) ORDER.— 
‘‘(1) FINDINGS.—Upon an application made 

pursuant to subsection (b), the Foreign Intel-
ligence Surveillance Court shall enter an ex 
parte order as requested or as modified ap-
proving the acquisition if the Court finds 
that— 

‘‘(A) the application has been made by a 
Federal officer and approved by the Attorney 
General; 

‘‘(B) on the basis of the facts submitted by 
the applicant, for the United States person 
who is the target of the acquisition, there is 
probable cause to believe that the target is— 

‘‘(i) a person reasonably believed to be lo-
cated outside the United States; and 

‘‘(ii) a foreign power, an agent of a foreign 
power, or an officer or employee of a foreign 
power; 

‘‘(C) the proposed minimization procedures 
meet the definition of minimization proce-
dures under section 101(h) or section 301(4); 
and 

‘‘(D) the application which has been filed 
contains all statements and certifications 
required by subsection (b) and the certifi-
cation or certifications are not clearly erro-
neous on the basis of the statement made 
under subsection (b)(1)(F)(v) and any other 
information furnished under subsection 
(b)(3). 

‘‘(2) PROBABLE CAUSE.—In determining 
whether or not probable cause exists for pur-
poses of an order under paragraph (1), a judge 
having jurisdiction under subsection (a)(1) 
may consider past activities of the target, as 
well as facts and circumstances relating to 
current or future activities of the target. 
However, no United States person may be 
considered a foreign power, agent of a for-
eign power, or officer or employee of a for-
eign power solely upon the basis of activities 
protected by the first amendment to the 
Constitution of the United States. 

‘‘(3) REVIEW.— 
‘‘(A) LIMITATION ON REVIEW.—Review by a 

judge having jurisdiction under subsection 
(a)(1) shall be limited to that required to 
make the findings described in paragraph (1). 

‘‘(B) REVIEW OF PROBABLE CAUSE.—If the 
judge determines that the facts submitted 
under subsection (b) are insufficient to es-
tablish probable cause to issue an order 
under paragraph (1), the judge shall enter an 
order so stating and provide a written state-
ment for the record of the reasons for such 
determination. The Government may appeal 
an order under this clause pursuant to sub-
section (f). 

‘‘(C) REVIEW OF MINIMIZATION PROCE-
DURES.—If the judge determines that the pro-
posed minimization procedures required 
under paragraph (1)(C) do not meet the defi-
nition of minimization procedures under sec-
tion 101(h) or section 301(4), the judge shall 
enter an order so stating and provide a writ-
ten statement for the record of the reasons 
for such determination. The Government 
may appeal an order under this clause pursu-
ant to subsection (f). 

‘‘(D) REVIEW OF CERTIFICATION.—If the 
judge determines that an application re-
quired by subsection (b) does not contain all 
of the required elements, or that the certifi-
cation or certifications are clearly erroneous 
on the basis of the statement made under 
subsection (b)(1)(F)(v) and any other infor-
mation furnished under subsection (b)(3), the 
judge shall enter an order so stating and pro-
vide a written statement for the record of 
the reasons for such determination. The Gov-
ernment may appeal an order under this 
clause pursuant to subsection (f). 

‘‘(4) SPECIFICATIONS.—An order approving 
an acquisition under this subsection shall 
specify— 

‘‘(A) the identity, if known, or a descrip-
tion of the United States person who is the 
target of the acquisition identified or de-
scribed in the application pursuant to sub-
section (b)(1)(B); 

‘‘(B) if provided in the application pursu-
ant to subsection (b)(1)(H), the nature and lo-
cation of each of the facilities or places at 
which the acquisition will be directed; 
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‘‘(C) the nature of the information sought 

to be acquired and the type of communica-
tions or activities to be subjected to acquisi-
tion; 

‘‘(D) the means by which the acquisition 
will be conducted and whether physical 
entry is required to effect the acquisition; 
and 

‘‘(E) the period of time during which the 
acquisition is approved. 

‘‘(5) DIRECTIONS.—An order approving ac-
quisitions under this subsection shall di-
rect— 

‘‘(A) that the minimization procedures be 
followed; 

‘‘(B) an electronic communication service 
provider to provide to the Government forth-
with all information, facilities, or assistance 
necessary to accomplish the acquisition au-
thorized under this subsection in a manner 
that will protect the secrecy of the acquisi-
tion and produce a minimum of interference 
with the services that such electronic com-
munication service provider is providing to 
the target; 

‘‘(C) an electronic communication service 
provider to maintain under security proce-
dures approved by the Attorney General any 
records concerning the acquisition or the aid 
furnished that such electronic communica-
tion service provider wishes to maintain; and 

‘‘(D) that the Government compensate, at 
the prevailing rate, such electronic commu-
nication service provider for providing such 
information, facilities, or assistance. 

‘‘(6) DURATION.—An order approved under 
this paragraph shall be effective for a period 
not to exceed 90 days and such order may be 
renewed for additional 90-day periods upon 
submission of renewal applications meeting 
the requirements of subsection (b). 

‘‘(7) COMPLIANCE.—At or prior to the end of 
the period of time for which an acquisition is 
approved by an order or extension under this 
section, the judge may assess compliance 
with the minimization procedures by review-
ing the circumstances under which informa-
tion concerning United States persons was 
acquired, retained, or disseminated. 

‘‘(d) EMERGENCY AUTHORIZATION.— 
‘‘(1) AUTHORITY FOR EMERGENCY AUTHORIZA-

TION.—Notwithstanding any other provision 
of this Act, if the Attorney General reason-
ably determines that— 

‘‘(A) an emergency situation exists with 
respect to the acquisition of foreign intel-
ligence information for which an order may 
be obtained under subsection (c) before an 
order authorizing such acquisition can with 
due diligence be obtained, and 

‘‘(B) the factual basis for issuance of an 
order under this subsection to approve such 
acquisition exists, 

the Attorney General may authorize the 
emergency acquisition if a judge having ju-
risdiction under subsection (a)(1) is informed 
by the Attorney General, or a designee of the 
Attorney General, at the time of such au-
thorization that the decision has been made 
to conduct such acquisition and if an appli-
cation in accordance with this subsection is 
made to a judge of the Foreign Intelligence 
Surveillance Court as soon as practicable, 
but not more than 7 days after the Attorney 
General authorizes such acquisition. 

‘‘(2) MINIMIZATION PROCEDURES.—If the At-
torney General authorizes such emergency 
acquisition, the Attorney General shall re-
quire that the minimization procedures re-
quired by this section for the issuance of a 
judicial order be followed. 

‘‘(3) TERMINATION OF EMERGENCY AUTHOR-
IZATION.—In the absence of a judicial order 
approving such acquisition, the acquisition 
shall terminate when the information sought 
is obtained, when the application for the 
order is denied, or after the expiration of 7 

days from the time of authorization by the 
Attorney General, whichever is earliest. 

‘‘(4) USE OF INFORMATION.—In the event 
that such application for approval is denied, 
or in any other case where the acquisition is 
terminated and no order is issued approving 
the acquisition, no information obtained or 
evidence derived from such acquisition, ex-
cept under circumstances in which the tar-
get of the acquisition is determined not to be 
a United States person during the pendency 
of the 7-day emergency acquisition period, 
shall be received in evidence or otherwise 
disclosed in any trial, hearing, or other pro-
ceeding in or before any court, grand jury, 
department, office, agency, regulatory body, 
legislative committee, or other authority of 
the United States, a State, or political sub-
division thereof, and no information con-
cerning any United States person acquired 
from such acquisition shall subsequently be 
used or disclosed in any other manner by 
Federal officers or employees without the 
consent of such person, except with the ap-
proval of the Attorney General if the infor-
mation indicates a threat of death or serious 
bodily harm to any person. 

‘‘(e) RELEASE FROM LIABILITY.—Notwith-
standing any other law, no cause of action 
shall lie in any court against any electronic 
communication service provider for pro-
viding any information, facilities, or assist-
ance in accordance with an order or request 
for emergency assistance issued pursuant to 
subsections (c) or (d). 

‘‘(f) APPEAL.— 
‘‘(1) APPEAL TO THE FOREIGN INTELLIGENCE 

SURVEILLANCE COURT OF REVIEW.—The Gov-
ernment may file an appeal with the Foreign 
Intelligence Surveillance Court of Review for 
review of an order issued pursuant to sub-
section (c). The Court of Review shall have 
jurisdiction to consider such appeal and shall 
provide a written statement for the record of 
the reasons for a decision under this para-
graph. 

‘‘(2) CERTIORARI TO THE SUPREME COURT.— 
The Government may file a petition for a 
writ of certiorari for review of the decision 
of the Court of Review issued under para-
graph (1). The record for such review shall be 
transmitted under seal to the Supreme Court 
of the United States, which shall have juris-
diction to review such decision. 
‘‘SEC. 705. OTHER ACQUISITIONS TARGETING 

UNITED STATES PERSONS OUTSIDE 
THE UNITED STATES. 

‘‘(a) JURISDICTION AND SCOPE.— 
‘‘(1) JURISDICTION.—The Foreign Intel-

ligence Surveillance Court shall have juris-
diction to enter an order pursuant to sub-
section (c). 

‘‘(2) SCOPE.—No element of the intelligence 
community may intentionally target, for the 
purpose of acquiring foreign intelligence in-
formation, a United States person reason-
ably believed to be located outside the 
United States under circumstances in which 
the targeted United States person has a rea-
sonable expectation of privacy and a warrant 
would be required if the acquisition were 
conducted inside the United States for law 
enforcement purposes, unless a judge of the 
Foreign Intelligence Surveillance Court has 
entered an order or the Attorney General has 
authorized an emergency acquisition pursu-
ant to subsections (c) or (d) or any other pro-
vision of this Act. 

‘‘(3) LIMITATIONS.— 
‘‘(A) MOVING OR MISIDENTIFIED TARGETS.— 

In the event that the targeted United States 
person is reasonably believed to be in the 
United States during the pendency of an 
order issued pursuant to subsection (c), such 
acquisition shall cease until authority is ob-
tained pursuant to this Act or the targeted 
United States person is again reasonably be-
lieved to be located outside the United 

States during the pendency of an order 
issued pursuant to subsection (c). 

‘‘(B) APPLICABILITY.—If the acquisition is 
to be conducted inside the United States and 
could be authorized under section 704, the 
procedures of section 704 shall apply, unless 
an order or emergency acquisition authority 
has been obtained under a provision of this 
Act other than under this section. 

‘‘(b) APPLICATION.—Each application for an 
order under this section shall be made by a 
Federal officer in writing upon oath or affir-
mation to a judge having jurisdiction under 
subsection (a)(1). Each application shall re-
quire the approval of the Attorney General 
based upon the Attorney General’s finding 
that it satisfies the criteria and require-
ments of such application as set forth in this 
section and shall include— 

‘‘(1) the identity, if known, or a description 
of the specific United States person who is 
the target of the acquisition; 

‘‘(2) a statement of the facts and cir-
cumstances relied upon to justify the appli-
cant’s belief that the United States person 
who is the target of the acquisition is— 

‘‘(A) a person reasonably believed to be lo-
cated outside the United States; and 

‘‘(B) a foreign power, an agent of a foreign 
power, or an officer or employee of a foreign 
power; 

‘‘(3) a statement of the proposed minimiza-
tion procedures that meet the definition of 
minimization procedures under section 101(h) 
or section 301(4); 

‘‘(4) a certification made by the Attorney 
General, an official specified in section 
104(a)(6), or the head of an element of the in-
telligence community that— 

‘‘(A) the certifying official deems the infor-
mation sought to be foreign intelligence in-
formation; and 

‘‘(B) a significant purpose of the acquisi-
tion is to obtain foreign intelligence infor-
mation; 

‘‘(5) a statement of the facts concerning 
any previous applications that have been 
made to any judge of the Foreign Intel-
ligence Surveillance Court involving the 
United States person specified in the appli-
cation and the action taken on each previous 
application; and 

‘‘(6) a statement of the period of time for 
which the acquisition is required to be main-
tained, provided that such period of time 
shall not exceed 90 days per application. 

‘‘(c) ORDER.— 
‘‘(1) FINDINGS.—If, upon an application 

made pursuant to subsection (b), a judge 
having jurisdiction under subsection (a) finds 
that— 

‘‘(A) on the basis of the facts submitted by 
the applicant, for the United States person 
who is the target of the acquisition, there is 
probable cause to believe that the target is— 

‘‘(i) a person reasonably believed to be lo-
cated outside the United States; and 

‘‘(ii) a foreign power, an agent of a foreign 
power, or an officer or employee of a foreign 
power; 

‘‘(B) the proposed minimization proce-
dures, with respect to their dissemination 
provisions, meet the definition of minimiza-
tion procedures under section 101(h) or sec-
tion 301(4); and 

‘‘(C) the application which has been filed 
contains all statements and certifications 
required by subsection (b) and the certifi-
cation provided under subsection (b)(4) is not 
clearly erroneous on the basis of the infor-
mation furnished under subsection (b), 

the Court shall issue an ex parte order so 
stating. 

‘‘(2) PROBABLE CAUSE.—In determining 
whether or not probable cause exists for pur-
poses of an order under paragraph (1)(A), a 
judge having jurisdiction under subsection 
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(a)(1) may consider past activities of the tar-
get, as well as facts and circumstances relat-
ing to current or future activities of the tar-
get. However, no United States person may 
be considered a foreign power, agent of a for-
eign power, or officer or employee of a for-
eign power solely upon the basis of activities 
protected by the first amendment to the 
Constitution of the United States. 

‘‘(3) REVIEW.— 
‘‘(A) LIMITATIONS ON REVIEW.—Review by a 

judge having jurisdiction under subsection 
(a)(1) shall be limited to that required to 
make the findings described in paragraph (1). 
The judge shall not have jurisdiction to re-
view the means by which an acquisition 
under this section may be conducted. 

‘‘(B) REVIEW OF PROBABLE CAUSE.—If the 
judge determines that the facts submitted 
under subsection (b) are insufficient to es-
tablish probable cause to issue an order 
under this subsection, the judge shall enter 
an order so stating and provide a written 
statement for the record of the reasons for 
such determination. The Government may 
appeal an order under this clause pursuant 
to subsection (e). 

‘‘(C) REVIEW OF MINIMIZATION PROCE-
DURES.—If the judge determines that the 
minimization procedures applicable to dis-
semination of information obtained through 
an acquisition under this subsection do not 
meet the definition of minimization proce-
dures under section 101(h) or section 301(4), 
the judge shall enter an order so stating and 
provide a written statement for the record of 
the reasons for such determination. The Gov-
ernment may appeal an order under this 
clause pursuant to subsection (e). 

‘‘(D) SCOPE OF REVIEW OF CERTIFICATION.—If 
the judge determines that the certification 
provided under subsection (b)(4) is clearly er-
roneous on the basis of the information fur-
nished under subsection (b), the judge shall 
enter an order so stating and provide a writ-
ten statement for the record of the reasons 
for such determination. The Government 
may appeal an order under this subparagraph 
pursuant to subsection (e). 

‘‘(4) DURATION.—An order under this para-
graph shall be effective for a period not to 
exceed 90 days and such order may be re-
newed for additional 90-day periods upon sub-
mission of renewal applications meeting the 
requirements of subsection (b). 

‘‘(5) COMPLIANCE.—At or prior to the end of 
the period of time for which an order or ex-
tension is granted under this section, the 
judge may assess compliance with the mini-
mization procedures by reviewing the cir-
cumstances under which information con-
cerning United States persons was dissemi-
nated, provided that the judge may not in-
quire into the circumstances relating to the 
conduct of the acquisition. 

‘‘(d) EMERGENCY AUTHORIZATION.— 
‘‘(1) AUTHORITY FOR EMERGENCY AUTHORIZA-

TION.—Notwithstanding any other provision 
in this subsection, if the Attorney General 
reasonably determines that— 

‘‘(A) an emergency situation exists with 
respect to the acquisition of foreign intel-
ligence information for which an order may 
be obtained under subsection (c) before an 
order under that subsection may, with due 
diligence, be obtained, and 

‘‘(B) the factual basis for issuance of an 
order under this section exists, 

the Attorney General may authorize the 
emergency acquisition if a judge having ju-
risdiction under subsection (a)(1) is informed 
by the Attorney General or a designee of the 
Attorney General at the time of such author-
ization that the decision has been made to 
conduct such acquisition and if an applica-
tion in accordance with this subsection is 
made to a judge of the Foreign Intelligence 

Surveillance Court as soon as practicable, 
but not more than 7 days after the Attorney 
General authorizes such acquisition. 

‘‘(2) MINIMIZATION PROCEDURES.—If the At-
torney General authorizes such emergency 
acquisition, the Attorney General shall re-
quire that the minimization procedures re-
quired by this section be followed. 

‘‘(3) TERMINATION OF EMERGENCY AUTHOR-
IZATION.—In the absence of an order under 
subsection (c), the acquisition shall termi-
nate when the information sought is ob-
tained, if the application for the order is de-
nied, or after the expiration of 7 days from 
the time of authorization by the Attorney 
General, whichever is earliest. 

‘‘(4) USE OF INFORMATION.—In the event 
that such application is denied, or in any 
other case where the acquisition is termi-
nated and no order is issued approving the 
acquisition, no information obtained or evi-
dence derived from such acquisition, except 
under circumstances in which the target of 
the acquisition is determined not to be a 
United States person during the pendency of 
the 7-day emergency acquisition period, 
shall be received in evidence or otherwise 
disclosed in any trial, hearing, or other pro-
ceeding in or before any court, grand jury, 
department, office, agency, regulatory body, 
legislative committee, or other authority of 
the United States, a State, or political sub-
division thereof, and no information con-
cerning any United States person acquired 
from such acquisition shall subsequently be 
used or disclosed in any other manner by 
Federal officers or employees without the 
consent of such person, except with the ap-
proval of the Attorney General if the infor-
mation indicates a threat of death or serious 
bodily harm to any person. 

‘‘(e) APPEAL.— 
‘‘(1) APPEAL TO THE COURT OF REVIEW.—The 

Government may file an appeal with the For-
eign Intelligence Surveillance Court of Re-
view for review of an order issued pursuant 
to subsection (c). The Court of Review shall 
have jurisdiction to consider such appeal and 
shall provide a written statement for the 
record of the reasons for a decision under 
this paragraph. 

‘‘(2) CERTIORARI TO THE SUPREME COURT.— 
The Government may file a petition for a 
writ of certiorari for review of the decision 
of the Court of Review issued under para-
graph (1). The record for such review shall be 
transmitted under seal to the Supreme Court 
of the United States, which shall have juris-
diction to review such decision. 
‘‘SEC. 706. JOINT APPLICATIONS AND CONCUR-

RENT AUTHORIZATIONS. 
‘‘(a) JOINT APPLICATIONS AND ORDERS.—If 

an acquisition targeting a United States per-
son under section 704 or section 705 is pro-
posed to be conducted both inside and out-
side the United States, a judge having juris-
diction under section 704(a)(1) or section 
705(a)(1) may issue simultaneously, upon the 
request of the Government in a joint applica-
tion complying with the requirements of sec-
tion 704(b) or section 705(b), orders under sec-
tion 704(c) or section 705(c), as applicable. 

‘‘(b) CONCURRENT AUTHORIZATION.—If an 
order authorizing electronic surveillance or 
physical search has been obtained under sec-
tion 105 or section 304 and that order is still 
in effect, the Attorney General may author-
ize, without an order under section 704 or 
section 705, an acquisition of foreign intel-
ligence information targeting that United 
States person while such person is reason-
ably believed to be located outside the 
United States. 
‘‘SEC. 707. USE OF INFORMATION ACQUIRED 

UNDER TITLE VII. 
‘‘(a) INFORMATION ACQUIRED UNDER SECTION 

703.—Information acquired from an acquisi-

tion conducted under section 703 shall be 
deemed to be information acquired from an 
electronic surveillance pursuant to title I for 
purposes of section 106, except for the pur-
poses of subsection (j) of such section. 

‘‘(b) INFORMATION ACQUIRED UNDER SECTION 
704.—Information acquired from an acquisi-
tion conducted under section 704 shall be 
deemed to be information acquired from an 
electronic surveillance pursuant to title I for 
purposes of section 106. 
‘‘SEC. 708. CONGRESSIONAL OVERSIGHT. 

‘‘(a) SEMIANNUAL REPORT.—Not less fre-
quently than once every 6 months, the Attor-
ney General shall fully inform, in a manner 
consistent with national security, the con-
gressional intelligence committees, the Com-
mittee on the Judiciary of the Senate, and 
the Committee on the Judiciary of the House 
of Representatives, concerning the imple-
mentation of this title. 

‘‘(b) CONTENT.—Each report made under 
subparagraph (a) shall include— 

‘‘(1) with respect to section 703— 
‘‘(A) any certifications made under sub-

section 703(f) during the reporting period; 
‘‘(B) any directives issued under subsection 

703(g) during the reporting period; 
‘‘(C) a description of the judicial review 

during the reporting period of any such cer-
tifications and targeting and minimization 
procedures utilized with respect to such ac-
quisition, including a copy of any order or 
pleading in connection with such review that 
contains a significant legal interpretation of 
the provisions of this section; 

‘‘(D) any actions taken to challenge or en-
force a directive under paragraphs (4) or (5) 
of section 703(g); 

‘‘(E) any compliance reviews conducted by 
the Department of Justice or the Office of 
the Director of National Intelligence of ac-
quisitions authorized under subsection 
703(a); 

‘‘(F) a description of any incidents of non-
compliance with a directive issued by the At-
torney General and the Director of National 
Intelligence under subsection 703(g), includ-
ing— 

‘‘(i) incidents of noncompliance by an ele-
ment of the intelligence community with 
procedures adopted pursuant to subsections 
(d) and (e) of section 703; and 

‘‘(ii) incidents of noncompliance by a speci-
fied person to whom the Attorney General 
and Director of National Intelligence issued 
a directive under subsection 703(g); and 

‘‘(G) any procedures implementing this 
section; 

‘‘(2) with respect to section 704— 
‘‘(A) the total number of applications made 

for orders under section 704(b); 
‘‘(B) the total number of such orders either 

granted, modified, or denied; and 
‘‘(C) the total number of emergency acqui-

sitions authorized by the Attorney General 
under section 704(d) and the total number of 
subsequent orders approving or denying such 
acquisitions; and 

‘‘(3) with respect to section 705— 
‘‘(A) the total number of applications made 

for orders under 705(b); 
‘‘(B) the total number of such orders either 

granted, modified, or denied; and 
‘‘(C) the total number of emergency acqui-

sitions authorized by the Attorney General 
under subsection 705(d) and the total number 
of subsequent orders approving or denying 
such applications.’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et. seq.) is amended— 

(1) by striking the item relating to title 
VII; 

(2) by striking the item relating to section 
701; and 
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(3) by adding at the end the following: 

‘‘TITLE VII—ADDITIONAL PROCEDURES 
REGARDING CERTAIN PERSONS OUT-
SIDE THE UNITED STATES 

‘‘Sec. 701. Limitation on definition of elec-
tronic surveillance. 

‘‘Sec. 702. Definitions. 
‘‘Sec. 703. Procedures for targeting certain 

persons outside the United 
States other than United States 
persons. 

‘‘Sec. 704. Certain acquisitions inside the 
United States of United States 
persons outside the United 
States. 

‘‘Sec. 705. Other acquisitions targeting 
United States persons outside 
the United States. 

‘‘Sec. 706. Joint applications and concurrent 
authorizations. 

‘‘Sec. 707. Use of information acquired under 
title VII. 

‘‘Sec. 708. Congressional oversight.’’. 
(c) TECHNICAL AND CONFORMING AMEND-

MENTS.— 
(1) TITLE 18, UNITED STATES CODE.— 
(A) SECTION 2232.—Section 2232(e) of title 18, 

United States Code, is amended by inserting 
‘‘(as defined in section 101(f) of the Foreign 
Intelligence Surveillance Act of 1978, regard-
less of the limitation of section 701 of that 
Act)’’ after ‘‘electronic surveillance’’. 

(B) SECTION 2511.—Section 2511(2)(a)(ii)(A) of 
title 18, United States Code, is amended by 
inserting ‘‘or a court order pursuant to sec-
tion 705 of the Foreign Intelligence Surveil-
lance Act of 1978’’ after ‘‘assistance’’. 

(2) FOREIGN INTELLIGENCE SURVEILLANCE 
ACT OF 1978.— 

(A) SECTION 109.—Section 109 of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1809) is amended by adding at the end 
the following: 

‘‘(e) DEFINITION.—For the purpose of this 
section, the term ‘electronic surveillance’ 
means electronic surveillance as defined in 
section 101(f) of this Act regardless of the 
limitation of section 701 of this Act.’’. 

(B) SECTION 110.—Section 110 of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1810) is amended by— 

(i) adding an ‘‘(a)’’ before ‘‘CIVIL ACTION’’, 
(ii) redesignating subsections (a) through 

(c) as paragraphs (1) through (3), respec-
tively; and 

(iii) adding at the end the following: 
‘‘(b) DEFINITION.—For the purpose of this 

section, the term ‘electronic surveillance’ 
means electronic surveillance as defined in 
section 101(f) of this Act regardless of the 
limitation of section 701 of this Act.’’. 

(C) SECTION 601.—Section 601(a)(1) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1871(a)(1)) is amended by striking 
subparagraphs (C) and (D) and inserting the 
following: 

‘‘(C) pen registers under section 402; 
‘‘(D) access to records under section 501; 
‘‘(E) acquisitions under section 704; and 
‘‘(F) acquisitions under section 705;’’. 
(d) TERMINATION OF AUTHORITY.— 
(1) IN GENERAL.—Except as provided in 

paragraph (2), the amendments made by sub-
sections (a)(2), (b), and (c) shall cease to have 
effect on December 31, 2013. 

(2) CONTINUING APPLICABILITY.—Section 
703(g)(3) of the Foreign Intelligence Surveil-
lance Act of 1978 (as amended by subsection 
(a)) shall remain in effect with respect to 
any directive issued pursuant to section 
703(g) of that Act (as so amended) for infor-
mation, facilities, or assistance provided 
during the period such directive was or is in 
effect. Section 704(e) of the Foreign Intel-
ligence Surveillance Act of 1978 (as amended 
by subsection (a)) shall remain in effect with 
respect to an order or request for emergency 

assistance under that section. The use of in-
formation acquired by an acquisition con-
ducted under section 703 of that Act (as so 
amended) shall continue to be governed by 
the provisions of section 707 of that Act (as 
so amended). 
SEC. 102. STATEMENT OF EXCLUSIVE MEANS BY 

WHICH ELECTRONIC SURVEILLANCE 
AND INTERCEPTION OF DOMESTIC 
COMMUNICATIONS MAY BE CON-
DUCTED. 

(a) STATEMENT OF EXCLUSIVE MEANS.— 
Title I of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1801 et seq.) is 
amended by adding at the end the following 
new section: 
‘‘STATEMENT OF EXCLUSIVE MEANS BY WHICH 

ELECTRONIC SURVEILLANCE AND INTERCEP-
TION OF DOMESTIC COMMUNICATIONS MAY BE 
CONDUCTED 
‘‘SEC. 112. The procedures of chapters 119, 

121, and 206 of title 18, United States Code, 
and this Act shall be the exclusive means by 
which electronic surveillance (as defined in 
section 101(f), regardless of the limitation of 
section 701) and the interception of domestic 
wire, oral, or electronic communications 
may be conducted.’’. 

(b) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.) is amended by adding after the 
item relating to section 111, the following: 
‘‘Sec. 112. Statement of exclusive means by 

which electronic surveillance 
and interception of domestic 
communications may be con-
ducted.’’. 

(c) CONFORMING AMENDMENTS.—Section 
2511(2) of title 18, United States Code, is 
amended in paragraph (f), by striking ‘‘, as 
defined in section 101 of such Act,’’ and in-
serting ‘‘(as defined in section 101(f) of such 
Act regardless of the limitation of section 
701 of such Act)’’. 
SEC. 103. SUBMITTAL TO CONGRESS OF CERTAIN 

COURT ORDERS UNDER THE FOR-
EIGN INTELLIGENCE SURVEILLANCE 
ACT OF 1978. 

(a) INCLUSION OF CERTAIN ORDERS IN SEMI-
ANNUAL REPORTS OF ATTORNEY GENERAL.— 
Subsection (a)(5) of section 601 of the Foreign 
Intelligence Surveillance Act of 1978 (50 
U.S.C. 1871) is amended by striking ‘‘(not in-
cluding orders)’’ and inserting ‘‘, orders,’’. 

(b) REPORTS BY ATTORNEY GENERAL ON CER-
TAIN OTHER ORDERS.—Such section 601 is fur-
ther amended by adding at the end the fol-
lowing: 

‘‘(c) SUBMISSIONS TO CONGRESS.—The Attor-
ney General shall submit to the committees 
of Congress referred to in subsection (a)— 

‘‘(1) a copy of any decision, order, or opin-
ion issued by the Foreign Intelligence Sur-
veillance Court or the Foreign Intelligence 
Surveillance Court of Review that includes 
significant construction or interpretation of 
any provision of this Act, and any pleadings, 
applications, or memoranda of law associ-
ated with such decision, order, or opinion, 
not later than 45 days after such decision, 
order, or opinion is issued; and 

‘‘(2) a copy of any such decision, order, or 
opinion, and any pleadings, applications, or 
memoranda of law associated with such deci-
sion, order, or opinion, that was issued dur-
ing the 5-year period ending on the date of 
the enactment of the FISA Amendments Act 
of 2008 and not previously submitted in a re-
port under subsection (a). 

‘‘(d) PROTECTION OF NATIONAL SECURITY.— 
The Attorney General, in consultation with 
the Director of National Intelligence, may 
authorize redactions of materials described 
in subsection (c) that are provided to the 
committees of Congress referred to in sub-
section (a), if such redactions are necessary 

to protect the national security of the 
United States and are limited to sensitive 
sources and methods information or the 
identities of targets.’’. 

(c) DEFINITIONS.—Such section 601, as 
amended by subsections (a) and (b), is fur-
ther amended by adding at the end the fol-
lowing: 

‘‘(e) DEFINITIONS.—In this section: 
‘‘(1) FOREIGN INTELLIGENCE SURVEILLANCE 

COURT; COURT.—The term ‘‘ ‘Foreign Intel-
ligence Surveillance Court’ ’’ means the 
court established by section 103(a). 

‘‘(2) FOREIGN INTELLIGENCE SURVEILLANCE 
COURT OF REVIEW; COURT OF REVIEW.—The 
term ‘Foreign Intelligence Surveillance 
Court of Review’ means the court established 
by section 103(b).’’. 
SEC. 104. APPLICATIONS FOR COURT ORDERS. 

Section 104 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1804) is 
amended— 

(1) in subsection (a)— 
(A) by striking paragraphs (2) and (11); 
(B) by redesignating paragraphs (3) 

through (10) as paragraphs (2) through (9), re-
spectively; 

(C) in paragraph (5), as redesignated by 
subparagraph (B) of this paragraph, by strik-
ing ‘‘detailed’’; 

(D) in paragraph (6), as redesignated by 
subparagraph (B) of this paragraph, in the 
matter preceding subparagraph (A)— 

(i) by striking ‘‘Affairs or’’ and inserting 
‘‘Affairs,’’; and 

(ii) by striking ‘‘Senate—’’ and inserting 
‘‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if designated by 
the President as a certifying official—’’; 

(E) in paragraph (7), as redesignated by 
subparagraph (B) of this paragraph, by strik-
ing ‘‘statement of’’ and inserting ‘‘summary 
statement of’’; 

(F) in paragraph (8), as redesignated by 
subparagraph (B) of this paragraph, by add-
ing ‘‘and’’ at the end; and 

(G) in paragraph (9), as redesignated by 
subparagraph (B) of this paragraph, by strik-
ing ‘‘; and’’ and inserting a period; 

(2) by striking subsection (b); 
(3) by redesignating subsections (c) 

through (e) as subsections (b) through (d), re-
spectively; and 

(4) in paragraph (1)(A) of subsection (d), as 
redesignated by paragraph (3) of this sub-
section, by striking ‘‘or the Director of Na-
tional Intelligence’’ and inserting ‘‘the Di-
rector of National Intelligence, or the Direc-
tor of the Central Intelligence Agency’’. 
SEC. 105. ISSUANCE OF AN ORDER. 

Section 105 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1805) is 
amended— 

(1) in subsection (a)— 
(A) by striking paragraph (1); and 
(B) by redesignating paragraphs (2) 

through (5) as paragraphs (1) through (4), re-
spectively; 

(2) in subsection (b), by striking ‘‘(a)(3)’’ 
and inserting ‘‘(a)(2)’’; 

(3) in subsection (c)(1)— 
(A) in subparagraph (D), by adding ‘‘and’’ 

at the end; 
(B) in subparagraph (E), by striking ‘‘; 

and’’ and inserting a period; and 
(C) by striking subparagraph (F); 
(4) by striking subsection (d); 
(5) by redesignating subsections (e) 

through (i) as subsections (d) through (h), re-
spectively; 

(6) by amending subsection (e), as redesig-
nated by paragraph (5) of this section, to 
read as follows: 

‘‘(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may 
authorize the emergency employment of 
electronic surveillance if the Attorney Gen-
eral— 
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‘‘(A) reasonably determines that an emer-

gency situation exists with respect to the 
employment of electronic surveillance to ob-
tain foreign intelligence information before 
an order authorizing such surveillance can 
with due diligence be obtained; 

‘‘(B) resonably determines that the factual 
basis for issuance of an order under this title 
to approve such electronic surveillance ex-
ists; 

‘‘(C) informs, either personally or through 
a designee, a judge having jurisdiction under 
section 103 at the time of such authorization 
that the decision has been made to employ 
emergency electronic surveillance; and 

‘‘(D) makes an application in accordance 
with this title to a judge having jurisdiction 
under section 103 as soon as practicable, but 
not later than 7 days after the Attorney Gen-
eral authorizes such surveillance. 

‘‘(2) If the Attorney General authorizes the 
emergency employment of electronic surveil-
lance under paragraph (1), the Attorney Gen-
eral shall require that the minimization pro-
cedures required by this title for the 
issuance of a judicial order be followed. 

‘‘(3) In the absence of a judicial order ap-
proving such electronic surveillance, the sur-
veillance shall terminate when the informa-
tion sought is obtained, when the application 
for the order is denied, or after the expira-
tion of 7 days from the time of authorization 
by the Attorney General, whichever is ear-
liest. 

‘‘(4) A denial of the application made under 
this subsection may be reviewed as provided 
in section 103. 

‘‘(5) In the event that such application for 
approval is denied, or in any other case 
where the electronic surveillance is termi-
nated and no order is issued approving the 
surveillance, no information obtained or evi-
dence derived from such surveillance shall be 
received in evidence or otherwise disclosed 
in any trial, hearing, or other proceeding in 
or before any court, grand jury, department, 
office, agency, regulatory body, legislative 
committee, or other authority of the United 
States, a State, or political subdivision 
thereof, and no information concerning any 
United States person acquired from such sur-
veillance shall subsequently be used or dis-
closed in any other manner by Federal offi-
cers or employees without the consent of 
such person, except with the approval of the 
Attorney General if the information indi-
cates a threat of death or serious bodily 
harm to any person. 

‘‘(6) The Attorney General shall assess 
compliance with the requirements of para-
graph (5).’’; and 

(7) by adding at the end the following: 
‘‘(i) In any case in which the Government 

makes an application to a judge under this 
title to conduct electronic surveillance in-
volving communications and the judge 
grants such application, upon the request of 
the applicant, the judge shall also authorize 
the installation and use of pen registers and 
trap and trace devices, and direct the disclo-
sure of the information set forth in section 
402(d)(2).’’. 
SEC. 106. USE OF INFORMATION. 

Subsection (i) of section 106 of the Foreign 
Intelligence Surveillance Act of 1978 (8 
U.S.C. 1806) is amended by striking ‘‘radio 
communication’’ and inserting ‘‘communica-
tion’’. 
SEC. 107. AMENDMENTS FOR PHYSICAL 

SEARCHES. 
(a) APPLICATIONS.—Section 303 of the For-

eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1823) is amended— 

(1) in subsection (a)— 
(A) by striking paragraph (2); 
(B) by redesignating paragraphs (3) 

through (9) as paragraphs (2) through (8), re-
spectively; 

(C) in paragraph (2), as redesignated by 
subparagraph (B) of this paragraph, by strik-
ing ‘‘detailed’’; 

(D) in paragraph (3)(C), as redesignated by 
subparagraph (B) of this paragraph, by in-
serting ‘‘or is about to be’’ before ‘‘owned’’; 
and 

(E) in paragraph (6), as redesignated by 
subparagraph (B) of this paragraph, in the 
matter preceding subparagraph (A)— 

(i) by striking ‘‘Affairs or’’ and inserting 
‘‘Affairs,’’; and 

(ii) by striking ‘‘Senate—’’ and inserting 
‘‘Senate, or the Deputy Director of the Fed-
eral Bureau of Investigation, if designated by 
the President as a certifying official—’’; and 

(2) in subsection (d)(1)(A), by striking ‘‘or 
the Director of National Intelligence’’ and 
inserting ‘‘the Director of National Intel-
ligence, or the Director of the Central Intel-
ligence Agency’’. 

(b) ORDERS.—Section 304 of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1824) is amended— 

(1) in subsection (a)— 
(A) by striking paragraph (1); and 
(B) by redesignating paragraphs (2) 

through (5) as paragraphs (1) through (4), re-
spectively; and 

(2) by amending subsection (e) to read as 
follows: 

‘‘(e)(1) Notwithstanding any other provi-
sion of this title, the Attorney General may 
authorize the emergency employment of a 
physical search if the Attorney General rea-
sonably— 

‘‘(A) determines that an emergency situa-
tion exists with respect to the employment 
of a physical search to obtain foreign intel-
ligence information before an order author-
izing such physical search can with due dili-
gence be obtained; 

‘‘(B) determines that the factual basis for 
issuance of an order under this title to ap-
prove such physical search exists; 

‘‘(C) informs, either personally or through 
a designee, a judge of the Foreign Intel-
ligence Surveillance Court at the time of 
such authorization that the decision has 
been made to employ an emergency physical 
search; and 

‘‘(D) makes an application in accordance 
with this title to a judge of the Foreign In-
telligence Surveillance Court as soon as 
practicable, but not more than 7 days after 
the Attorney General authorizes such phys-
ical search. 

‘‘(2) If the Attorney General authorizes the 
emergency employment of a physical search 
under paragraph (1), the Attorney General 
shall require that the minimization proce-
dures required by this title for the issuance 
of a judicial order be followed. 

‘‘(3) In the absence of a judicial order ap-
proving such physical search, the physical 
search shall terminate when the information 
sought is obtained, when the application for 
the order is denied, or after the expiration of 
7 days from the time of authorization by the 
Attorney General, whichever is earliest. 

‘‘(4) A denial of the application made under 
this subsection may be reviewed as provided 
in section 103. 

‘‘(5)(A) In the event that such application 
for approval is denied, or in any other case 
where the physical search is terminated and 
no order is issued approving the physical 
search, no information obtained or evidence 
derived from such physical search shall be 
received in evidence or otherwise disclosed 
in any trial, hearing, or other proceeding in 
or before any court, grand jury, department, 
office, agency, regulatory body, legislative 
committee, or other authority of the United 
States, a State, or political subdivision 
thereof, and no information concerning any 
United States person acquired from such 
physical search shall subsequently be used or 

disclosed in any other manner by Federal of-
ficers or employees without the consent of 
such person, except with the approval of the 
Attorney General if the information indi-
cates a threat of death or serious bodily 
harm to any person. 

‘‘(B) The Attorney General shall assess 
compliance with the requirements of sub-
paragraph (A).’’. 

(c) CONFORMING AMENDMENTS.—The For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1801 et seq.) is amended— 

(1) in section 304(a)(4), as redesignated by 
subsection (b) of this section, by striking 
‘‘303(a)(7)(E)’’ and inserting ‘‘303(a)(6)(E)’’; 
and 

(2) in section 305(k)(2), by striking 
‘‘303(a)(7)’’ and inserting ‘‘303(a)(6)’’. 
SEC. 108. AMENDMENTS FOR EMERGENCY PEN 

REGISTERS AND TRAP AND TRACE 
DEVICES. 

Section 403 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1843) is 
amended— 

(1) in subsection (a)(2), by striking ‘‘48 
hours’’ and inserting ‘‘7 days’’; and 

(2) in subsection (c)(1)(C), by striking ‘‘48 
hours’’ and inserting ‘‘7 days’’. 
SEC. 109. FOREIGN INTELLIGENCE SURVEIL-

LANCE COURT. 
(a) DESIGNATION OF JUDGES.—Subsection 

(a) of section 103 of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1803) is 
amended by inserting ‘‘at least’’ before 
‘‘seven of the United States judicial cir-
cuits’’. 

(b) EN BANC AUTHORITY.— 
(1) IN GENERAL.—Subsection (a) of section 

103 of the Foreign Intelligence Surveillance 
Act of 1978, as amended by subsection (a) of 
this section, is further amended— 

(A) by inserting ‘‘(1)’’ after ‘‘(a)’’; and 
(B) by adding at the end the following new 

paragraph: 
‘‘(2)(A) The court established under this 

subsection may, on its own initiative, or 
upon the request of the Government in any 
proceeding or a party under section 501(f) or 
paragraph (4) or (5) of section 703(h), hold a 
hearing or rehearing, en banc, when ordered 
by a majority of the judges that constitute 
such court upon a determination that— 

‘‘(i) en banc consideration is necessary to 
secure or maintain uniformity of the court’s 
decisions; or 

‘‘(ii) the proceeding involves a question of 
exceptional importance. 

‘‘(B) Any authority granted by this Act to 
a judge of the court established under this 
subsection may be exercised by the court en 
banc. When exercising such authority, the 
court en banc shall comply with any require-
ments of this Act on the exercise of such au-
thority. 

‘‘(C) For purposes of this paragraph, the 
court en banc shall consist of all judges who 
constitute the court established under this 
subsection.’’. 

(2) CONFORMING AMENDMENTS.—The Foreign 
Intelligence Surveillance Act of 1978 is fur-
ther amended— 

(A) in subsection (a) of section 103, as 
amended by this subsection, by inserting 
‘‘(except when sitting en banc under para-
graph (2))’’ after ‘‘no judge designated under 
this subsection’’; and 

(B) in section 302(c) (50 U.S.C. 1822(c)), by 
inserting ‘‘(except when sitting en banc)’’ 
after ‘‘except that no judge’’. 

(c) STAY OR MODIFICATION DURING AN AP-
PEAL.—Section 103 of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1803) is amended— 

(1) by redesignating subsection (f) as sub-
section (g); and 

(2) by inserting after subsection (e) the fol-
lowing new subsection: 

‘‘(f)(1) A judge of the court established 
under subsection (a), the court established 
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under subsection (b) or a judge of that court, 
or the Supreme Court of the United States or 
a justice of that court, may, in accordance 
with the rules of their respective courts, 
enter a stay of an order or an order modi-
fying an order of the court established under 
subsection (a) or the court established under 
subsection (b) entered under any title of this 
Act, while the court established under sub-
section (a) conducts a rehearing, while an ap-
peal is pending to the court established 
under subsection (b), or while a petition of 
certiorari is pending in the Supreme Court of 
the United States, or during the pendency of 
any review by that court. 

‘‘(2) The authority described in paragraph 
(1) shall apply to an order entered under any 
provision of this Act.’’. 

(d) AUTHORITY OF FOREIGN INTELLIGENCE 
SURVEILLANCE COURT.—Section 103 of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1803), as amended by this Act, is 
amended by adding at the end the following: 

‘‘(h)(1) Nothing in this Act shall be consid-
ered to reduce or contravene the inherent 
authority of the Foreign Intelligence Sur-
veillance Court to determine, or enforce, 
compliance with an order or a rule of such 
Court or with a procedure approved by such 
Court. 

‘‘(2) In this subsection, the terms ‘Foreign 
Intelligence Surveillance Court’ and ‘Court’ 
mean the court established by subsection 
(a).’’. 
SEC. 110. WEAPONS OF MASS DESTRUCTION. 

(a) DEFINITIONS.— 
(1) FOREIGN POWER.—Subsection (a)(4) of 

section 101 of the Foreign Intelligence Sur-
veillance Act of 1978 (50 U.S.C. 1801(a)(4)) is 
amended by inserting ‘‘, the international 
proliferation of weapons of mass destruc-
tion,’’ after ‘‘international terrorism’’. 

(2) AGENT OF A FOREIGN POWER.—Subsection 
(b)(1) of such section 101 is amended— 

(A) in subparagraph (B), by striking ‘‘or’’ 
at the end 

(B) in subparagraph (C), by striking ‘‘or’’ 
at the end; and 

(C) by adding at the end the following new 
subparagraphs: 

‘‘(D) engages in the international prolifera-
tion of weapons of mass destruction, or ac-
tivities in preparation therefor; or 

‘‘(E) engages in the international prolifera-
tion of weapons of mass destruction, or ac-
tivities in preparation therefor, for or on be-
half of a foreign power; or’’. 

(3) FOREIGN INTELLIGENCE INFORMATION.— 
Subsection (e)(1)(B) of such section 101 is 
amended by striking ‘‘sabotage or inter-
national terrorism’’ and inserting ‘‘sabotage, 
international terrorism, or the international 
proliferation of weapons of mass destruc-
tion’’. 

(4) WEAPON OF MASS DESTRUCTION.—Such 
section 101 is amended by inserting after sub-
section (o) the following: 

‘‘(p) ‘Weapon of mass destruction’ means— 
‘‘(1) any destructive device described in 

section 921(a)(4)(A) of title 18, United States 
Code, that is intended or has the capability 
to cause death or serious bodily injury to a 
significant number of people; 

‘‘(2) any weapon that is designed or in-
tended to cause death or serious bodily in-
jury through the release, dissemination, or 
impact of toxic or poisonous chemicals or 
their precursors; 

‘‘(3) any weapon involving a biological 
agent, toxin, or vector (as such terms are de-
fined in section 178 of title 18, United States 
Code); or 

‘‘(4) any weapon that is designed to release 
radiation or radioactivity at a level dan-
gerous to human life.’’. 

(b) USE OF INFORMATION.— 
(1) IN GENERAL.—Section 106(k)(1)(B) of the 

Foreign Intelligence Surveillance Act of 1978 

(50 U.S.C. 1806(k)(1)(B)) is amended by strik-
ing ‘‘sabotage or international terrorism’’ 
and inserting ‘‘sabotage, international ter-
rorism, or the international proliferation of 
weapons of mass destruction’’. 

(2) PHYSICAL SEARCHES.—Section 
305(k)(1)(B) of such Act (50 U.S.C. 
1825(k)(1)(B)) is amended by striking ‘‘sabo-
tage or international terrorism’’ and insert-
ing ‘‘sabotage, international terrorism, or 
the international proliferation of weapons of 
mass destruction’’. 

(c) TECHNICAL AND CONFORMING AMEND-
MENT.—Section 301(1) of the Foreign Intel-
ligence Surveillance Act of 1978 (50 U.S.C. 
1821(1)) is amended by inserting ‘‘ ‘weapon of 
mass destruction’,’’ after ‘‘ ‘person’,’’. 
SEC. 111. TECHNICAL AND CONFORMING AMEND-

MENTS. 
Section 103(e) of the Foreign Intelligence 

Surveillance Act of 1978 (50 U.S.C. 1803(e)) is 
amended— 

(1) in paragraph (1), by striking ‘‘105B(h) or 
501(f)(1)’’ and inserting ‘‘501(f)(1) or 703’’; and 

(2) in paragraph (2), by striking ‘‘105B(h) or 
501(f)(1)’’ and inserting ‘‘501(f)(1) or 703’’. 

Subtitle B—Protections for Electronic 
Communication Service Providers 

SEC. 201. DEFINITIONS. 
In this title: 
(1) ASSISTANCE.—The term ‘‘assistance’’ 

means the provision of, or the provision of 
access to, information (including commu-
nication contents, communications records, 
or other information relating to a customer 
or communication), facilities, or another 
form of assistance. 

(2) CONTENTS.—The term ‘‘contents’’ has 
the meaning given that term in section 
101(n) of the Foreign Intelligence Surveil-
lance Act of 1978 (50 U.S.C. 1801(n)). 

(3) COVERED CIVIL ACTION.—The term ‘‘cov-
ered civil action’’ means a civil action filed 
in a Federal or State court that— 

(A) alleges that an electronic communica-
tion service provider furnished assistance to 
an element of the intelligence community; 
and 

(B) seeks monetary or other relief from the 
electronic communication service provider 
related to the provision of such assistance. 

(4) ELECTRONIC COMMUNICATION SERVICE 
PROVIDER.—The term ‘‘electronic commu-
nication service provider’’ means— 

(A) a telecommunications carrier, as that 
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 153); 

(B) a provider of an electronic communica-
tion service, as that term is defined in sec-
tion 2510 of title 18, United States Code; 

(C) a provider of a remote computing serv-
ice, as that term is defined in section 2711 of 
title 18, United States Code; 

(D) any other communication service pro-
vider who has access to wire or electronic 
communications either as such communica-
tions are transmitted or as such communica-
tions are stored; 

(E) a parent, subsidiary, affiliate, suc-
cessor, or assignee of an entity described in 
subparagraph (A), (B), (C), or (D); or 

(F) an officer, employee, or agent of an en-
tity described in subparagraph (A), (B), (C), 
(D), or (E). 

(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘‘element of the intelligence 
community’’ means an element of the intel-
ligence community specified in or designated 
under section 3(4) of the National Security 
Act of 1947 (50 U.S.C. 401a(4)). 
SEC. 202. LIMITATIONS ON CIVIL ACTIONS FOR 

ELECTRONIC COMMUNICATION 
SERVICE PROVIDERS. 

(a) LIMITATIONS.— 
(1) IN GENERAL.—Notwithstanding any 

other provision of law, a covered civil action 
shall not lie or be maintained in a Federal or 

State court, and shall be promptly dis-
missed, if the Attorney General certifies to 
the court that— 

(A) the assistance alleged to have been pro-
vided by the electronic communication serv-
ice provider was— 

(i) in connection with an intelligence ac-
tivity involving communications that was— 

(I) authorized by the President during the 
period beginning on September 11, 2001, and 
ending on January 17, 2007; and 

(II) designed to detect or prevent a ter-
rorist attack, or activities in preparation for 
a terrorist attack, against the United States; 
and 

(ii) described in a written request or direc-
tive from the Attorney General or the head 
of an element of the intelligence community 
(or the deputy of such person) to the elec-
tronic communication service provider indi-
cating that the activity was— 

(I) authorized by the President; and 
(II) determined to be lawful; or 
(B) the electronic communication service 

provider did not provide the alleged assist-
ance. 

(2) REVIEW.—A certification made pursuant 
to paragraph (1) shall be subject to review by 
a court for abuse of discretion. 

(b) REVIEW OF CERTIFICATIONS.—If the At-
torney General files a declaration under sec-
tion 1746 of title 28, United States Code, that 
disclosure of a certification made pursuant 
to subsection (a) would harm the national se-
curity of the United States, the court shall— 

(1) review such certification in camera and 
ex parte; and 

(2) limit any public disclosure concerning 
such certification, including any public 
order following such an ex parte review, to a 
statement that the conditions of subsection 
(a) have been met, without disclosing the 
subparagraph of subsection (a)(1) that is the 
basis for the certification. 

(c) NONDELEGATION.—The authority and du-
ties of the Attorney General under this sec-
tion shall be performed by the Attorney Gen-
eral (or Acting Attorney General) or a des-
ignee in a position not lower than the Dep-
uty Attorney General. 

(d) CIVIL ACTIONS IN STATE COURT.—A cov-
ered civil action that is brought in a State 
court shall be deemed to arise under the Con-
stitution and laws of the United States and 
shall be removable under section 1441 of title 
28, United States Code. 

(e) RULE OF CONSTRUCTION.—Nothing in 
this section may be construed to limit any 
otherwise available immunity, privilege, or 
defense under any other provision of law. 

(f) EFFECTIVE DATE AND APPLICATION.— 
This section shall apply to any covered civil 
action that is pending on or filed after the 
date of enactment of this Act. 
SEC. 203. PROCEDURES FOR IMPLEMENTING 

STATUTORY DEFENSES UNDER THE 
FOREIGN INTELLIGENCE SURVEIL-
LANCE ACT OF 1978. 

The Foreign Intelligence Surveillance Act 
of 1978 (50 U.S.C. 1801 et seq.), as amended by 
section 101, is further amended by adding 
after title VII the following new title: 

‘‘TITLE VIII—PROTECTION OF PERSONS 
ASSISTING THE GOVERNMENT 

‘‘SEC. 801. DEFINITIONS. 
‘‘In this title: 
‘‘(1) ASSISTANCE.—The term ‘assistance’ 

means the provision of, or the provision of 
access to, information (including commu-
nication contents, communications records, 
or other information relating to a customer 
or communication), facilities, or another 
form of assistance. 

‘‘(2) ATTORNEY GENERAL.—The term ‘Attor-
ney General’ has the meaning give that term 
in section 101(g). 

‘‘(3) CONTENTS.—The term ‘contents’ has 
the meaning given that term in section 
101(n). 
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‘‘(4) ELECTRONIC COMMUNICATION SERVICE 

PROVIDER.—The term ‘electronic communica-
tion service provider’ means— 

‘‘(A) a telecommunications carrier, as that 
term is defined in section 3 of the Commu-
nications Act of 1934 (47 U.S.C. 153); 

‘‘(B) a provider of electronic communica-
tion service, as that term is defined in sec-
tion 2510 of title 18, United States Code; 

‘‘(C) a provider of a remote computing 
service, as that term is defined in section 
2711 of title 18, United States Code; 

‘‘(D) any other communication service pro-
vider who has access to wire or electronic 
communications either as such communica-
tions are transmitted or as such communica-
tions are stored; 

‘‘(E) a parent, subsidiary, affiliate, suc-
cessor, or assignee of an entity described in 
subparagraph (A), (B), (C), or (D); or 

‘‘(F) an officer, employee, or agent of an 
entity described in subparagraph (A), (B), 
(C), (D), or (E). 

‘‘(5) ELEMENT OF THE INTELLIGENCE COMMU-
NITY.—The term ‘element of the intelligence 
community’ means an element of the intel-
ligence community as specified or designated 
under section 3(4) of the National Security 
Act of 1947 (50 U.S.C. 401a(4)). 

‘‘(6) PERSON.—The term ‘person’ means— 
‘‘(A) an electronic communication service 

provider; or 
‘‘(B) a landlord, custodian, or other person 

who may be authorized or required to furnish 
assistance pursuant to— 

‘‘(i) an order of the court established under 
section 103(a) directing such assistance; 

‘‘(ii) a certification in writing under sec-
tion 2511(2)(a)(ii)(B) or 2709(b) of title 18, 
United States Code; or 

‘‘(iii) a directive under section 102(a)(4), 
105B(e), as in effect on the day before the 
date of the enactment of the FISA Amend-
ments Act of 2008 or 703(h). 

‘‘(7) STATE.—The term ‘State’ means any 
State, political subdivision of a State, the 
Commonwealth of Puerto Rico, the District 
of Columbia, and any territory or possession 
of the United States, and includes any offi-
cer, public utility commission, or other body 
authorized to regulate an electronic commu-
nication service provider. 
‘‘SEC. 802. PROCEDURES FOR IMPLEMENTING 

STATUTORY DEFENSES. 

‘‘(a) REQUIREMENT FOR CERTIFICATION.— 
‘‘(1) IN GENERAL.—Notwithstanding any 

other provision of law, no civil action may 
lie or be maintained in a Federal or State 
court against any person for providing as-
sistance to an element of the intelligence 
community, and shall be promptly dis-
missed, if the Attorney General certifies to 
the court that— 

‘‘(A) any assistance by that person was 
provided pursuant to an order of the court 
established under section 103(a) directing 
such assistance; 

‘‘(B) any assistance by that person was pro-
vided pursuant to a certification in writing 
under section 2511(2)(a)(ii)(B) or 2709(b) of 
title 18, United States Code; 

‘‘(C) any assistance by that person was pro-
vided pursuant to a directive under sections 
102(a)(4), 105B(e), as in effect on the day be-
fore the date of the enactment of the FISA 
Amendments Act of 2008, or 703(h) directing 
such assistance; or 

‘‘(D) the person did not provide the alleged 
assistance. 

‘‘(2) REVIEW.—A certification made pursu-
ant to paragraph (1) shall be subject to re-
view by a court for abuse of discretion. 

‘‘(b) LIMITATIONS ON DISCLOSURE.—If the 
Attorney General files a declaration under 
section 1746 of title 28, United States Code, 
that disclosure of a certification made pur-
suant to subsection (a) would harm the na-

tional security of the United States, the 
court shall— 

‘‘(1) review such certification in camera 
and ex parte; and 

‘‘(2) limit any public disclosure concerning 
such certification, including any public 
order following such an ex parte review, to a 
statement that the conditions of subsection 
(a) have been met, without disclosing the 
subparagraph of subsection (a)(1) that is the 
basis for the certification. 

‘‘(c) REMOVAL.—A civil action against a 
person for providing assistance to an ele-
ment of the intelligence community that is 
brought in a State court shall be deemed to 
arise under the Constitution and laws of the 
United States and shall be removable under 
section 1441 of title 28, United States Code. 

‘‘(d) RELATIONSHIP TO OTHER LAWS.—Noth-
ing in this section may be construed to limit 
any otherwise available immunity, privilege, 
or defense under any other provision of law. 

‘‘(e) APPLICABILITY.—This section shall 
apply to a civil action pending on or filed 
after the date of enactment of the FISA 
Amendments Act of 2008.’’. 
SEC. 204. PREEMPTION OF STATE INVESTIGA-

TIONS. 
Title VIII of the Foreign Intelligence Sur-

veillance Act (50 U.S.C. 1801 et seq.), as added 
by section 203 of this Act, is amended by add-
ing at the end the following new section: 
‘‘SEC. 803. PREEMPTION. 

‘‘(a) IN GENERAL.—No State shall have au-
thority to— 

‘‘(1) conduct an investigation into an elec-
tronic communication service provider’s al-
leged assistance to an element of the intel-
ligence community; 

‘‘(2) require through regulation or any 
other means the disclosure of information 
about an electronic communication service 
provider’s alleged assistance to an element 
of the intelligence community; 

‘‘(3) impose any administrative sanction on 
an electronic communication service pro-
vider for assistance to an element of the in-
telligence community; or 

‘‘(4) commence or maintain a civil action 
or other proceeding to enforce a requirement 
that an electronic communication service 
provider disclose information concerning al-
leged assistance to an element of the intel-
ligence community. 

‘‘(b) SUITS BY THE UNITED STATES.—The 
United States may bring suit to enforce the 
provisions of this section. 

‘‘(c) JURISDICTION.—The district courts of 
the United States shall have jurisdiction 
over any civil action brought by the United 
States to enforce the provisions of this sec-
tion. 

‘‘(d) APPLICATION.—This section shall apply 
to any investigation, action, or proceeding 
that is pending on or filed after the date of 
enactment of the FISA Amendments Act of 
2008.’’. 
SEC. 205. TECHNICAL AMENDMENTS. 

The table of contents in the first section of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1801 et seq.), as amended by 
section 101(b), is further amended by adding 
at the end the following: 
‘‘TITLE VIII—PROTECTION OF PERSONS 

ASSISTING THE GOVERNMENT 
‘‘Sec. 801. Definitions. 
‘‘Sec. 802. Procedures for implementing stat-

utory defenses. 
‘‘Sec. 803. Preemption.’’. 

Subtitle C—Other Provisions 
SEC. 301. SEVERABILITY. 

If any provision of this Act, any amend-
ment made by this Act, or the application 
thereof to any person or circumstances is 
held invalid, the validity of the remainder of 
the Act, any such amendments, and of the 

application of such provisions to other per-
sons and circumstances shall not be affected 
thereby. 
SEC. 302. EFFECTIVE DATE; REPEAL; TRANSITION 

PROCEDURES. 

(a) IN GENERAL.—Except as provided in 
subsection (c), the amendments made by this 
Act shall take effect on the date of the en-
actment of this Act. 

(b) REPEAL.— 
(1) IN GENERAL.—Except as provided in sub-

section (c), sections 105A, 105B, and 105C of 
the Foreign Intelligence Surveillance Act of 
1978 (50 U.S.C. 1805a, 1805b, and 1805c) are re-
pealed. 

(2) TABLE OF CONTENTS.—The table of con-
tents in the first section of the Foreign In-
telligence Surveillance Act of 1978 (50 U.S.C. 
1801 et seq.) is amended by striking the items 
relating to sections 105A, 105B, and 105C. 

(c) TRANSITIONS PROCEDURES.— 
(1) PROTECTION FROM LIABILITY.—Notwith-

standing subsection (b)(1), subsection (l) of 
section 105B of the Foreign Intelligence Sur-
veillance Act of 1978 shall remain in effect 
with respect to any directives issued pursu-
ant to such section 105B for information, fa-
cilities, or assistance provided during the pe-
riod such directive was or is in effect. 

(2) ORDERS IN EFFECT.— 
(A) ORDERS IN EFFECT ON DATE OF ENACT-

MENT.—Notwithstanding any other provision 
of this Act or of the Foreign Intelligence 
Surveillance Act of 1978— 

(i) any order in effect on the date of enact-
ment of this Act issued pursuant to the For-
eign Intelligence Surveillance Act of 1978 or 
section 6(b) of the Protect America Act of 
2007 (Public Law 110–55; 121 Stat. 556) shall 
remain in effect until the date of expiration 
of such order; and 

(ii) at the request of the applicant, the 
court established under section 103(a) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1803(a)) shall reauthorize such 
order if the facts and circumstances continue 
to justify issuance of such order under the 
provisions of such Act, as in effect on the 
day before the date of the enactment of the 
Protect America Act of 2007, except as 
amended by sections 102, 103, 104, 105, 106, 107, 
108, 109, and 110 of this Act. 

(B) ORDERS IN EFFECT ON DECEMBER 31, 
2013.—Any order issued under title VII of the 
Foreign Intelligence Surveillance Act of 
1978, as amended by section 101 of this Act, in 
effect on December 31, 2013, shall continue in 
effect until the date of the expiration of such 
order. Any such order shall be governed by 
the applicable provisions of the Foreign In-
telligence Surveillance Act of 1978, as so 
amended. 

(3) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT.— 

(A) AUTHORIZATIONS AND DIRECTIVES IN EF-
FECT ON DATE OF ENACTMENT.—Notwith-
standing any other provision of this Act or of 
the Foreign Intelligence Surveillance Act of 
1978, any authorization or directive in effect 
on the date of the enactment of this Act 
issued pursuant to the Protect America Act 
of 2007, or any amendment made by that Act, 
shall remain in effect until the date of expi-
ration of such authorization or directive. 
Any such authorization or directive shall be 
governed by the applicable provisions of the 
Protect America Act of 2007 (121 Stat. 552), 
and the amendment made by that Act, and, 
except as provided in paragraph (4) of this 
subsection, any acquisition pursuant to such 
authorization or directive shall be deemed 
not to constitute electronic surveillance (as 
that term is defined in section 101(f) of the 
Foreign Intelligence Surveillance Act of 1978 
(50 U.S.C. 1801(f)), as construed in accordance 
with section 105A of the Foreign Intelligence 
Surveillance Act of 1978 (50 U.S.C. 1805a)). 
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(B) AUTHORIZATIONS AND DIRECTIVES IN EF-

FECT ON DECEMBER 31, 2013.—Any authoriza-
tion or directive issued under title VII of the 
Foreign Intelligence Surveillance Act of 
1978, as amended by section 101 of this Act, in 
effect on December 31, 2013, shall continue in 
effect until the date of the expiration of such 
authorization or directive. Any such author-
ization or directive shall be governed by the 
applicable provisions of the Foreign Intel-
ligence Surveillance Act of 1978, as so 
amended, and, except as provided in section 
707 of the Foreign Intelligence Surveillance 
Act of 1978, as so amended, any acquisition 
pursuant to such authorization or directive 
shall be deemed not to constitute electronic 
surveillance (as that term is defined in sec-
tion 101(f) of the Foreign Intelligence Sur-
veillance Act of 1978, to the extent that such 
section 101(f) is limited by section 701 of the 
Foreign Intelligence Surveillance Act of 
1978, as so amended). 

(4) USE OF INFORMATION ACQUIRED UNDER 
PROTECT AMERICA ACT.—Information acquired 
from an acquisition conducted under the 
Protect America Act of 2007, and the amend-
ments made by that Act, shall be deemed to 
be information acquired from an electronic 
surveillance pursuant to title I of the For-
eign Intelligence Surveillance Act of 1978 (50 
U.S.C. 1801 et seq.) for purposes of section 106 
of that Act (50 U.S.C. 1806), except for pur-
poses of subsection (j) of such section. 

(5) NEW ORDERS.—Notwithstanding any 
other provision of this Act or of the Foreign 
Intelligence Surveillance Act of 1978— 

(A) the government may file an application 
for an order under the Foreign Intelligence 
Surveillance Act of 1978, as in effect on the 
day before the date of the enactment of the 
Protect America Act of 2007, except as 
amended by sections 102, 103, 104, 105, 106, 107, 
108, 109, and 110 of this Act; and 

(B) the court established under section 
103(a) of the Foreign Intelligence Surveil-
lance Act of 1978 shall enter an order grant-
ing such an application if the application 
meets the requirements of such Act, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105, 
106, 107, 108, 109, and 110 of this Act. 

(6) EXTANT AUTHORIZATIONS.—At the re-
quest of the applicant, the court established 
under section 103(a) of the Foreign Intel-
ligence Surveillance Act of 1978 shall extin-
guish any extant authorization to conduct 
electronic surveillance or physical search en-
tered pursuant to such Act. 

(7) APPLICABLE PROVISIONS.—Any surveil-
lance conducted pursuant to an order en-
tered pursuant to this subsection shall be 
subject to the provisions of the Foreign In-
telligence Surveillance Act of 1978, as in ef-
fect on the day before the date of the enact-
ment of the Protect America Act of 2007, ex-
cept as amended by sections 102, 103, 104, 105, 
106, 107, 108, 109, and 110 of this Act. 

(8) TRANSITION PROCEDURES CONCERNING THE 
TARGETING OF UNITED STATES PERSONS OVER-
SEAS.—Any authorization in effect on the 
date of enactment of this Act under section 
2.5 of Executive Order 12333 to intentionally 
target a United States person reasonably be-
lieved to be located outside the United 
States shall remain in effect, and shall con-
stitute a sufficient basis for conducting such 
an acquisition targeting a United States per-
son located outside the United States until 
the earlier of— 

(A) the date that authorization expires; or 
(B) the date that is 90 days after the date 

of the enactment of this Act. 

Ms. EDDIE BERNICE JOHNSON of 
Texas. Mr. Chairman, I reserve a point 
of order. 

The Acting CHAIRMAN. The point of 
order is reserved. 

The gentleman from New York is rec-
ognized for 5 minutes. 

Mr. FOSSELLA. Mr. Chairman, I 
know the underlying legislation is very 
noble in the sense of its essence of 
cleaning and maintaining the wonder 
of our beaches and our coastal areas. 
And as someone who grew up and still 
has family in South Beach and Staten 
Island, New York, I’m very sensitive to 
the notion that our beaches are our Na-
tion’s jewels. 

But I’m also very sensitive to the 
fact that there are terrorists among us 
who will use any way possible to de-
stroy innocent life. I know all too full 
well that on September 11, 2001, when 
almost 300 of my constituents perished 
at the World Trade Center because of 
fanatics who flew two planes by now we 
know into the World Trade Center. So 
to me still the most important thing 
that this country can do is to protect 
innocent people. While we all enjoy the 
beaches, we know that the greatest 
threat we face in this country are 
those who want to kill us and do us 
harm. 

We know that we’ve debated this 
FISA bill many times in this House, 
and the other body has passed, I think, 
a very effective bipartisan way that 
will keep this Nation safe. Here we are, 
another week going by where we bury 
our heads in the beach sand and not 
pass the appropriate legislation that 
will help to keep this Nation safe. 

In the underlying legislation, it talks 
reasonably about monitoring and find-
ing the source of the pathogens. Well, 
one of the biggest threats that we 
have, that any intelligence official will 
tell you, is bioterrorism that has its 
roots in the pathogens, whether it’s 
waterborne or not. So I believe that 
the amendment is very germane to the 
underlying legislation. 

Specifically, section 5, subsection A 
calls for the usage of rapid testing 
methods in the monitoring programs 
included in this legislation, which will 
create a means of assessing pathogen 
content in coastal waters and alerting 
the public to the possible health ef-
fects. 

Additionally, section 2 provides for 
source tracking and identification pro-
grams to assess where these harmful 
pathogens originated from. 

The legislation is concerned with pol-
lution and monitoring of beach water 
quality, as well it should be, and to 
that end I am extremely alarmed that 
waste water treatment and pollution 
processing plants are becoming attrac-
tive targets for possible terrorist at-
tacks. 

The environmental damage to both 
the beaches and water quality of New 
York City would be catastrophic if 
such a threat were realized. Preventing 
such an attack, of course, is the great-
est concern to me, and I would hope, 
all Members of Congress. 

The amendment is clearly in order 
because it provides our Nation’s intel-

ligence community the tools to mon-
itor foreign threats to our treatment 
facilities and prevent planned attacks 
on our environment. 

The irony should not be lost here 
that today we are considering a bill 
that concerns beach monitoring and re-
quires prompt Federal, State and local 
agency notification regarding water 
quality sampling, when we’ve yet to 
pass the long overdue legislation that 
updates our Nation’s ability to indeed 
conduct foreign intelligence moni-
toring and requires prompt judicial no-
tification requirements regarding for-
eign threats. 

To that end, I call on the Chair today 
to recognize my amendment, which 
contains the bipartisan Senate-passed 
FISA language. It’s time, as I men-
tioned before, that we stop burying our 
heads in the beach sand under the guise 
of doing what we think is noble. 

At the end of the day, what we have 
to come together for in this body, 
whether it’s this end of Pennsylvania 
Avenue or the other, is to keep this 
country safe. And as we know, intel-
ligence officials tell us time and time 
again we’re losing precious information 
that’s intelligence that could ulti-
mately lead to a prevention of a ter-
rorist attack. One of those possible ter-
rorist attacks is waterborne pathogens 
that would be covered under this legis-
lation. 

And with that, Mr. Chairman, I ask 
that you consider this amendment to 
the bill. 

Mr. DANIEL E. LUNGREN of Cali-
fornia. Mr. Chairman, I move to strike 
the requisite number of words. 

The Acting CHAIRMAN. The gen-
tleman is recognized for 5 minutes. 

Mr. DANIEL E. LUNGREN of Cali-
fornia. Mr. Chairman, this is an impor-
tant amendment brought to us by the 
gentleman from New York (Mr. 
FOSSELLA). It essentially would allow 
us to attach the FISA bill to the under-
lying bill. 

And some would say, what connec-
tion could there possibly be? 

Well, you have to understand the un-
derlying bill, in at least four places, re-
fers to the concern of pathogens, 
pathogens in our water. 

And what are pathogens? According 
to greatlakes.net, pathos is Greek for 
suffering, and gen is a suffix meaning 
producer, also from the Greek. Thus, a 
waterborne pathogen is a disease 
maker that occurs in the water. These 
germs are living microscopic orga-
nisms, microorganisms or microbes 
that take in food, give off waste, grow, 
reproduce and die. And the most com-
mon types of waterborne pathogens are 
bacteria, but they’re also viruses, pro-
tozoa and certain kinds of algae. 

So why would the gentleman from 
New York’s amendment be in order, 
from a germaneness standpoint, and 
why would it be important for us? 

All you have to do is go to the 
INTERPOL Web site where it discusses 
the threat and prevention of bioter-
rorism. And therein, INTERPOL 
states, ‘‘an effective biological weapon 
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is potentially devastating and much 
easier to make and transport than a 
nuclear weapon. Bio weapons are, how-
ever, relatively safe for the terrorists. 
Pathogens are virtually undetectable 
and can be brought reasonably easily 
into a country by an individual and can 
then be propagated in large quan-
tities.’’ INTERPOL says this. 

‘‘Recognizing the imminent dangers 
represented by this lethal form of 
crime is the first step in countering the 
threat. Thereafter, it is vital to put in 
place the tools which will enable soci-
ety to take appropriate measures.’’ 

If you go to the CDC and you ask, 
what are the bioterrorism agents, they 
list 27 of them, waterborne bio agents: 
Anthrax, Brucellosis, Cholera, Botu-
lism, Glanders, Plague, Q fever, small-
pox, and it goes on and on and on. 

Now, we have a bill before us which 
says we have to be concerned about our 
beaches. By the way, it’s not just the 
coastline. Under this bill this includes 
the Great Lakes. And it says we should 
be concerned about pollution, and they 
define pollution by the number of 
pathogens per volume. And I see noth-
ing in this bill which says we’re only 
concerned about industrially produced 
pathogens or accidentally produced 
pathogens. And if that’s the case, we 
ought to be concerned about terrorist 
produced and introduced pathogens. 
And that’s why the gentleman’s 
amendment is both germane and appro-
priate and ought to be supported, be-
cause what it says is that we need the 
intelligence to understand which 
pathogens that the terrorists are at-
tempting to introduce here, where they 
might introduce it, and to make sure 
that our first responders, which are re-
ferred to in the underlying bill, under-
stand what it is they’re faced with, how 
they prevent it, and if they can’t pre-
vent it, how they deal with it. 

So this is a serious amendment. It 
says that the only way we can protect 
our coastal waters and the people who 
live in them, swim in them, work in 
them, is if we know the information 
ahead of time. And we don’t have that 
information. That information is held 
by the bad guys. 

The only way we can find out what 
the bad guys intend to do is, frankly, 
by listening to them, capturing their 
communications. That’s why this FISA 
bill is important generally, but it is 
important specifically to this bill, a 
bill which tells us we are trying to pro-
tect our coastal waterways, the coast-
line, the Great Lakes and our estu-
aries. And the only way we can do that 
is to know who intends to damage it, 
who intends to introduce these patho-
gens as a direct threat to us and how 
we respond to that. 

So I would hope that the gentlelady’s 
point of order is rejected, and I hope 
that we will be able to vote on this bill, 
support this bill. And if we can’t have 
FISA for anything else, let’s at least 
protect our coast lines, protect the 
Great Lakes, protect the estuaries and 
everybody therein. 

Sounds like a silly argument that we 
would limit it to that, but we have, 
under the rules, not been allowed to 
bring the FISA bill to the floor. Let us 
add it to this bill, where it’s germane, 
where it would go to the actual inten-
tion of the bill and, in fact, refers to 
the major parts of the bill, that is, how 
do we know what pathogens are intro-
duced; how do we respond to them; how 
do we make sure our American citizens 
are protected from them; how do we 
close down those waterways and those 
beaches when they’ve been introduced, 
whether or not they’ve been introduced 
accidentally, by industrial pollution 
or, it seems to me, something we ought 
to be concerned about, by those who 
wish to kill you and me, our children, 
and our grandchildren. 

I yield back the balance of my time. 
POINT OF ORDER 

Ms. EDDIE BERNICE JOHNSON of 
Texas. I insist upon my point of order 
regarding this amendment. 

The Acting CHAIRMAN. The 
gentlelady will state her point of order. 

Ms. EDDIE BERNICE JOHNSON of 
Texas. Germaneness. It is not germane. 
H.R. 2537, the Beach Protection Act, 
speaks only to beaches. It does not ad-
dress the Foreign Intelligence Surveil-
lance Act, or FISA, and is clearly on a 
subject different from the bill under 
consideration, the Beach Protection 
Act of 2007. FISA is an outside issue. 

The Acting CHAIRMAN. Does any 
Member wish to be heard on the point 
of order? Any other Member? If not, 
the Chair is prepared to rule. 

For reasons stated by the gentle-
woman from Texas, the amendment is 
not germane. The point of order is sus-
tained. 

Mr. FOSSELLA. Mr. Chairman, I ap-
peal the ruling of the Chair. 

The Acting CHAIRMAN. The ques-
tion is, ‘‘Shall the decision of the Chair 
stand as the judgment of the Com-
mittee of the Whole?’’ 

The question was taken; and the Act-
ing Chairman announced that the ayes 
appeared to have it. 

RECORDED VOTE 

Mr. DANIEL E. LUNGREN of Cali-
fornia. Mr. Chairman, I demand a re-
corded vote. 

A recorded vote was ordered. 
The vote was taken by electronic de-

vice, and there were—ayes 216, noes 193, 
not voting 27, as follows: 

[Roll No. 201] 

AYES—216 

Abercrombie 
Ackerman 
Allen 
Altmire 
Andrews 
Arcuri 
Baca 
Baird 
Baldwin 
Bean 
Becerra 
Berkley 
Berman 
Bishop (GA) 
Bishop (NY) 
Blumenauer 
Bordallo 

Boren 
Boswell 
Boucher 
Boyd (FL) 
Boyda (KS) 
Braley (IA) 
Butterfield 
Capps 
Capuano 
Cardoza 
Carnahan 
Carney 
Carson 
Castor 
Chandler 
Clarke 
Clay 

Cleaver 
Clyburn 
Cohen 
Conyers 
Cooper 
Costa 
Costello 
Courtney 
Cramer 
Crowley 
Cuellar 
Cummings 
Davis (AL) 
Davis (CA) 
Davis (IL) 
Davis, Lincoln 
DeFazio 

DeGette 
Delahunt 
DeLauro 
Dicks 
Dingell 
Doggett 
Donnelly 
Doyle 
Edwards 
Ellison 
Ellsworth 
Emanuel 
Engel 
Eshoo 
Etheridge 
Farr 
Foster 
Frank (MA) 
Giffords 
Gillibrand 
Gonzalez 
Gordon 
Green, Al 
Green, Gene 
Grijalva 
Gutierrez 
Hall (NY) 
Hare 
Hastings (FL) 
Herseth Sandlin 
Higgins 
Hill 
Hinchey 
Hinojosa 
Hirono 
Hodes 
Holden 
Holt 
Honda 
Hooley 
Hoyer 
Inslee 
Israel 
Jackson (IL) 
Jackson-Lee 

(TX) 
Jefferson 
Johnson (GA) 
Johnson, E. B. 
Jones (OH) 
Kagen 
Kanjorski 
Kaptur 
Kennedy 
Kildee 
Kilpatrick 

Kind 
Klein (FL) 
Kucinich 
Langevin 
Larsen (WA) 
Larson (CT) 
Lee 
Levin 
Lewis (GA) 
Lipinski 
Loebsack 
Lofgren, Zoe 
Lowey 
Lynch 
Mahoney (FL) 
Maloney (NY) 
Markey 
Marshall 
Matsui 
McCarthy (NY) 
McCollum (MN) 
McDermott 
McGovern 
McIntyre 
McNerney 
McNulty 
Meeks (NY) 
Melancon 
Michaud 
Miller (NC) 
Miller, George 
Mitchell 
Mollohan 
Moore (KS) 
Moore (WI) 
Moran (VA) 
Murphy (CT) 
Murphy, Patrick 
Murtha 
Nadler 
Neal (MA) 
Oberstar 
Obey 
Olver 
Ortiz 
Pallone 
Pascrell 
Pastor 
Paul 
Payne 
Perlmutter 
Peterson (MN) 
Pomeroy 
Price (NC) 
Rahall 
Reyes 

Richardson 
Rodriguez 
Ross 
Rothman 
Roybal-Allard 
Ruppersberger 
Ryan (OH) 
Salazar 
Sánchez, Linda 

T. 
Sanchez, Loretta 
Sarbanes 
Schakowsky 
Schiff 
Scott (GA) 
Scott (VA) 
Serrano 
Shea-Porter 
Sherman 
Shuler 
Sires 
Skelton 
Smith (WA) 
Snyder 
Solis 
Space 
Speier 
Spratt 
Stark 
Stupak 
Sutton 
Tanner 
Tauscher 
Taylor 
Thompson (CA) 
Thompson (MS) 
Towns 
Tsongas 
Udall (CO) 
Udall (NM) 
Van Hollen 
Velázquez 
Visclosky 
Walz (MN) 
Wasserman 

Schultz 
Waters 
Watson 
Watt 
Waxman 
Welch (VT) 
Wexler 
Wilson (OH) 
Woolsey 
Wu 
Yarmuth 

NOES—193 

Aderholt 
Akin 
Alexander 
Bachmann 
Bachus 
Barrett (SC) 
Barrow 
Bartlett (MD) 
Barton (TX) 
Biggert 
Bilbray 
Bilirakis 
Bishop (UT) 
Blackburn 
Blunt 
Boehner 
Bonner 
Bono Mack 
Boozman 
Boustany 
Brady (TX) 
Broun (GA) 
Brown (SC) 
Brown-Waite, 

Ginny 
Buchanan 
Burgess 
Burton (IN) 
Buyer 
Calvert 
Camp (MI) 
Campbell (CA) 
Cannon 
Cantor 
Capito 
Carter 
Castle 
Chabot 
Coble 
Cole (OK) 
Conaway 

Crenshaw 
Cubin 
Culberson 
Davis (KY) 
Davis, David 
Davis, Tom 
Deal (GA) 
Dent 
Diaz-Balart, L. 
Diaz-Balart, M. 
Doolittle 
Drake 
Dreier 
Duncan 
Ehlers 
Emerson 
English (PA) 
Everett 
Fallin 
Ferguson 
Flake 
Forbes 
Fortenberry 
Fossella 
Foxx 
Franks (AZ) 
Frelinghuysen 
Gallegly 
Garrett (NJ) 
Gerlach 
Gilchrest 
Gingrey 
Gohmert 
Goode 
Goodlatte 
Granger 
Graves 
Hall (TX) 
Hastings (WA) 
Hayes 
Heller 

Hensarling 
Herger 
Hobson 
Hoekstra 
Hulshof 
Hunter 
Inglis (SC) 
Issa 
Johnson (IL) 
Johnson, Sam 
Jones (NC) 
Jordan 
Keller 
King (IA) 
King (NY) 
Kingston 
Kirk 
Kline (MN) 
Knollenberg 
Kuhl (NY) 
LaHood 
Lamborn 
Lampson 
Latham 
LaTourette 
Latta 
Lewis (CA) 
Lewis (KY) 
Linder 
LoBiondo 
Lucas 
Lungren, Daniel 

E. 
Manzullo 
Marchant 
Matheson 
McCarthy (CA) 
McCaul (TX) 
McCotter 
McCrery 
McHenry 
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McKeon 
McMorris 

Rodgers 
Mica 
Miller (FL) 
Miller (MI) 
Miller, Gary 
Moran (KS) 
Murphy, Tim 
Musgrave 
Myrick 
Neugebauer 
Nunes 
Pearce 
Pence 
Petri 
Pitts 
Platts 
Poe 
Porter 
Price (GA) 
Pryce (OH) 
Putnam 
Radanovich 
Ramstad 

Regula 
Rehberg 
Reichert 
Renzi 
Reynolds 
Rogers (AL) 
Rogers (KY) 
Rogers (MI) 
Rohrabacher 
Ros-Lehtinen 
Roskam 
Royce 
Ryan (WI) 
Sali 
Saxton 
Schmidt 
Sensenbrenner 
Sessions 
Shadegg 
Shays 
Shimkus 
Shuster 
Smith (NE) 
Smith (NJ) 
Smith (TX) 

Souder 
Stearns 
Sullivan 
Tancredo 
Terry 
Thornberry 
Tiahrt 
Tiberi 
Turner 
Upton 
Walberg 
Walden (OR) 
Walsh (NY) 
Wamp 
Weldon (FL) 
Weller 
Westmoreland 
Whitfield (KY) 
Wilson (SC) 
Wittman (VA) 
Wolf 
Young (AK) 
Young (FL) 

NOT VOTING—27 

Berry 
Brady (PA) 
Brown, Corrine 
Christensen 
Faleomavaega 
Fattah 
Feeney 
Filner 
Fortuño 

Harman 
Mack 
McHugh 
Meek (FL) 
Napolitano 
Norton 
Peterson (PA) 
Pickering 
Rangel 

Rush 
Schwartz 
Sestak 
Simpson 
Slaughter 
Tierney 
Weiner 
Wilson (NM) 
Wynn 

ANNOUNCEMENT BY THE ACTING CHAIRMAN 
The Acting CHAIRMAN (during the 

vote). There are 2 minutes remaining 
on this vote. 

b 1703 

Mrs. MCMORRIS RODGERS changed 
her vote from ‘‘aye’’ to ‘‘no.’’ 

So the decision of the Chair stands as 
the judgment of the Committee. 

The result of the vote was announced 
as above recorded. 

Stated for: 
Mr. FILNER. Mr. Chairman, on rollcall No, 

201, I was unavoidably detained with urgeant 
constiuent business. Had I been present, I 
would have voted ‘‘aye.’’ 

Mrs. NAPOLITANO. Mr. Chairman, on roll-
call No. 201, had I been present, I would have 
voted ‘‘aye.’’ 

Stated against: 
Mr. MCHUGH. Mr. Chairman, on rollcall No. 

201, I missed the vote due to a meeting in my 
office with the Chairman of the Joint Chiefs of 
Staff. Had I been present, I would have voted 
‘‘no.’’ 

Ms. EDDIE BERNICE JOHNSON of 
Texas. Mr. Chairman, I move that the 
committee do now rise. 

The motion was agreed to. 
Accordingly, the Committee rose; 

and the Speaker pro tempore (Ms. 
JACKSON-LEE of Texas) having assumed 
the chair, Mr. JACKSON of Illinois, Act-
ing Chairman of the Committee of the 
Whole House on the state of the Union, 
reported that that Committee, having 
had under consideration the bill (H.R. 
2537) to amend the Federal Water Pol-
lution Control Act relating to beach 
monitoring, and for other purposes, 
had come to no resolution thereon. 

f 

EXPRESSING SUPPORT FOR DES-
IGNATION OF APRIL 2008 AS NA-
TIONAL CHILD ABUSE PREVEN-
TION MONTH 

The SPEAKER pro tempore. The un-
finished business is the vote on the mo-

tion to suspend the rules and agree to 
the resolution, H. Res. 1097, as amend-
ed, on which the yeas and nays were or-
dered. 

The Clerk read the title of the resolu-
tion. 

The SPEAKER pro tempore. The 
question is on the motion offered by 
the gentlewoman from California (Ms. 
WOOLSEY) that the House suspend the 
rules and agree to the resolution, H. 
Res. 1097, as amended. 

The vote was taken by electronic de-
vice, and there were—yeas 410, nays 0, 
not voting 21, as follows: 

[Roll No. 202] 

YEAS—410 

Abercrombie 
Aderholt 
Akin 
Alexander 
Allen 
Altmire 
Andrews 
Arcuri 
Baca 
Bachmann 
Bachus 
Baird 
Baldwin 
Barrett (SC) 
Barrow 
Bartlett (MD) 
Barton (TX) 
Bean 
Becerra 
Berkley 
Berman 
Biggert 
Bilbray 
Bilirakis 
Bishop (GA) 
Bishop (NY) 
Bishop (UT) 
Blackburn 
Blumenauer 
Blunt 
Boehner 
Bonner 
Bono Mack 
Boozman 
Boren 
Boswell 
Boucher 
Boustany 
Boyd (FL) 
Boyda (KS) 
Brady (TX) 
Braley (IA) 
Broun (GA) 
Brown (SC) 
Brown-Waite, 

Ginny 
Buchanan 
Burgess 
Burton (IN) 
Butterfield 
Buyer 
Calvert 
Camp (MI) 
Campbell (CA) 
Cannon 
Cantor 
Capito 
Capps 
Capuano 
Cardoza 
Carnahan 
Carney 
Carson 
Carter 
Castle 
Castor 
Chabot 
Chandler 
Clarke 
Clay 
Cleaver 
Clyburn 
Coble 
Cohen 
Cole (OK) 
Conaway 
Conyers 

Cooper 
Costa 
Costello 
Courtney 
Cramer 
Crenshaw 
Crowley 
Cubin 
Cuellar 
Culberson 
Cummings 
Davis (AL) 
Davis (CA) 
Davis (IL) 
Davis (KY) 
Davis, David 
Davis, Lincoln 
Davis, Tom 
Deal (GA) 
DeGette 
Delahunt 
DeLauro 
Dent 
Diaz-Balart, L. 
Diaz-Balart, M. 
Dicks 
Dingell 
Doggett 
Donnelly 
Doolittle 
Doyle 
Drake 
Dreier 
Duncan 
Edwards 
Ehlers 
Ellison 
Ellsworth 
Emanuel 
Emerson 
Engel 
English (PA) 
Eshoo 
Etheridge 
Everett 
Fallin 
Farr 
Ferguson 
Filner 
Flake 
Forbes 
Fortenberry 
Fossella 
Foster 
Foxx 
Frank (MA) 
Franks (AZ) 
Frelinghuysen 
Gallegly 
Garrett (NJ) 
Gerlach 
Giffords 
Gilchrest 
Gillibrand 
Gingrey 
Gohmert 
Gonzalez 
Goode 
Goodlatte 
Gordon 
Granger 
Graves 
Green, Al 
Green, Gene 
Grijalva 
Gutierrez 
Hall (NY) 

Hall (TX) 
Hare 
Hastings (FL) 
Hastings (WA) 
Hayes 
Heller 
Hensarling 
Herger 
Herseth Sandlin 
Higgins 
Hill 
Hinchey 
Hinojosa 
Hirono 
Hobson 
Hodes 
Hoekstra 
Holden 
Holt 
Honda 
Hooley 
Hoyer 
Hulshof 
Hunter 
Inglis (SC) 
Inslee 
Israel 
Issa 
Jackson (IL) 
Jackson-Lee 

(TX) 
Jefferson 
Johnson (GA) 
Johnson (IL) 
Johnson, E. B. 
Johnson, Sam 
Jones (NC) 
Jones (OH) 
Jordan 
Kagen 
Kanjorski 
Kaptur 
Keller 
Kennedy 
Kildee 
Kilpatrick 
Kind 
King (IA) 
King (NY) 
Kingston 
Kirk 
Klein (FL) 
Kline (MN) 
Knollenberg 
Kucinich 
Kuhl (NY) 
LaHood 
Lamborn 
Lampson 
Langevin 
Larsen (WA) 
Larson (CT) 
Latham 
LaTourette 
Latta 
Lee 
Levin 
Lewis (CA) 
Lewis (GA) 
Lewis (KY) 
Linder 
Lipinski 
LoBiondo 
Loebsack 
Lofgren, Zoe 
Lowey 
Lucas 

Lungren, Daniel 
E. 

Lynch 
Mahoney (FL) 
Maloney (NY) 
Manzullo 
Markey 
Marshall 
Matheson 
Matsui 
McCarthy (CA) 
McCarthy (NY) 
McCaul (TX) 
McCollum (MN) 
McCotter 
McCrery 
McDermott 
McGovern 
McHenry 
McHugh 
McIntyre 
McKeon 
McMorris 

Rodgers 
McNerney 
McNulty 
Meeks (NY) 
Melancon 
Mica 
Michaud 
Miller (FL) 
Miller (MI) 
Miller (NC) 
Miller, Gary 
Miller, George 
Mitchell 
Mollohan 
Moore (KS) 
Moore (WI) 
Moran (KS) 
Moran (VA) 
Murphy (CT) 
Murphy, Patrick 
Murphy, Tim 
Murtha 
Musgrave 
Myrick 
Nadler 
Napolitano 
Neal (MA) 
Neugebauer 
Nunes 
Oberstar 
Obey 
Olver 
Ortiz 
Pallone 
Pascrell 
Pastor 
Paul 
Payne 
Pearce 

Pence 
Perlmutter 
Peterson (MN) 
Petri 
Pitts 
Platts 
Poe 
Pomeroy 
Porter 
Price (GA) 
Price (NC) 
Pryce (OH) 
Putnam 
Radanovich 
Rahall 
Ramstad 
Regula 
Rehberg 
Reichert 
Renzi 
Reyes 
Reynolds 
Richardson 
Rodriguez 
Rogers (AL) 
Rogers (KY) 
Rogers (MI) 
Rohrabacher 
Ros-Lehtinen 
Roskam 
Ross 
Rothman 
Roybal-Allard 
Royce 
Ruppersberger 
Ryan (OH) 
Ryan (WI) 
Salazar 
Sali 
Sánchez, Linda 

T. 
Sanchez, Loretta 
Sarbanes 
Saxton 
Schakowsky 
Schiff 
Schmidt 
Scott (GA) 
Scott (VA) 
Sensenbrenner 
Serrano 
Sessions 
Shadegg 
Shays 
Shea-Porter 
Sherman 
Shimkus 
Shuler 
Shuster 
Sires 
Skelton 
Slaughter 

Smith (NE) 
Smith (NJ) 
Smith (TX) 
Smith (WA) 
Snyder 
Solis 
Souder 
Space 
Speier 
Spratt 
Stark 
Stearns 
Stupak 
Sullivan 
Sutton 
Tancredo 
Tanner 
Tauscher 
Taylor 
Terry 
Thompson (CA) 
Thompson (MS) 
Thornberry 
Tiahrt 
Tiberi 
Towns 
Tsongas 
Turner 
Udall (CO) 
Udall (NM) 
Upton 
Van Hollen 
Velázquez 
Visclosky 
Walberg 
Walden (OR) 
Walsh (NY) 
Walz (MN) 
Wamp 
Wasserman 

Schultz 
Waters 
Watson 
Watt 
Waxman 
Welch (VT) 
Weldon (FL) 
Weller 
Westmoreland 
Wexler 
Whitfield (KY) 
Wilson (OH) 
Wilson (SC) 
Wittman (VA) 
Wolf 
Woolsey 
Wu 
Wynn 
Yarmuth 
Young (AK) 
Young (FL) 

NOT VOTING—21 

Ackerman 
Berry 
Brady (PA) 
Brown, Corrine 
DeFazio 
Fattah 
Feeney 

Harman 
Mack 
Marchant 
Meek (FL) 
Peterson (PA) 
Pickering 
Rangel 

Rush 
Schwartz 
Sestak 
Simpson 
Tierney 
Weiner 
Wilson (NM) 

ANNOUNCEMENT BY THE SPEAKER PRO TEMPORE 

The SPEAKER pro tempore (during 
the vote). There are 11⁄2 minutes re-
maining in this vote. 

b 1721 

So (two-thirds being in the affirma-
tive) the rules were suspended and the 
resolution, as amended, was agreed to. 

The result of the vote was announced 
as above recorded. 

A motion to reconsider was laid on 
the table. 

f 

GENERAL LEAVE 

Ms. EDDIE BERNICE JOHNSON of 
Texas. Mr. Speaker, I ask unanimous 
consent that all Members may have 5 
legislative days to revise and extend 
their remarks on H.R. 2537 and include 
extraneous materials in the RECORD. 
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